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H bk o VPN HHE 2: 169.254.71.2/30
BIERTE

W VPN SZELEHE R0 AT VPC B8 (I E R AR W & 2-3 o

E2-3 BERTE

el2VPNR SR E

w22 BAERAZULAA

BiEE—2VPN
~ e
R

™~

P EEsisnRieE WIFEEEER

F | 8 1 BA
=
1 WIRE—: G VPN K | VPN ST EYLE AN EBIP AE A H 1AM 1P,
K B A EL TS EIP, U AL AT DL B B 5 £
2 | DB fiEstu e | IS InEE O R VPN B it i R 5%
3| =, fEE % VPN WG BIP F% o 9 OC2H  55 — 2% VPN 1%
VPN %% .
4 | DRI, G 4% VPN WS¢ H 3 EIP2 FX ity e 2 48 25 — 4% VPN i&
VPN i&E#% .
%k VPN &R . T =,
IKE/IPsec HM& &I AIEE —2% VPN IEHEAC & (R FF—
.
5 | B EEXTImROE | e X um RN O B ) A i T 4 11 M/ v B i 2
B Hoht 75 2580 VPN &R B BN G AL E .
o o X B B A AR S, L =], IKE/IPsec
WG T EF VPN A B4 — 3
6 WIS WAEMZS HIE | &5 ECS, AT ping 4, L0 UEM 4% Bl .
i
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212 £B—: GIE VPN Mx

BB
o [ENAE = VPC BLUIETEM. WHEEBEMFAE = VPC, ESI (EURAA =
P ¥er ).
o EHIFAE = VPC W ECS %4 MN E Ll &, FHuhfrze a4l s v $ods 4
OB X W S T] LT i) VPC B YR . Wiflid & 240, iEs 0 GERRAE = H
Vak1 D
RIELS R
S FREHES G, Bl “MN% >VPN” JEAN VPN #ZH & .
B2 ELEMSHA, Bl “BIERAME > R-VPN KL .

£ “VPN M7 Ftii, i “8I8 VPN K7 o
RYEF IR ESH, E R “ LIS IF e s At .
AT BIASOR S 2 HOEAT W ]

S S8 S
=~ W N

N
]

%<2-3 VPN Wk iS85 AR

B AR SHEVE
TR | SR “ha®mib g ki, e
X 42k PR FET S BT E MR X 3
B N VPN S 4 F5 vpngw-001
=i ;;\IWJ: VPN W JGE I A A7 VPN i N
o FARY: VPN WSl AW 57 VPN i
.
P SCRAL | SEFE “IPva” Fi “IPve” PEARSEAL, Pv4
KA | SChE “RBURBAE R M g hR” W | BERRA S
s 2o
Ky | BB VPC AR o ELE T 192.168.0.0/24
SCRE CHINIBL” R CIEPET T AN
FivS
A% privt = o /It B A 1
HA 5 R “XE” . X
¥ EIP SR CBUERIE” M “EHCHE” M7 | Thxxxx 11
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2 i SHEE
% EIP2 e 11.xx.xx.12
R
LERIIE

£ “VPN 3" UM GIH VPN RS EL, HIRARE S “ QIR ™ % VPN [
SRAEN “IEH", o VEN [0 5

213 HB= . BN iHMxE

BRIFL R
B ALMTHE, By “HEBIE RS > dolliR- xR
FE2 A PO B, Rl “ RIS
FE3 WIEAmIRRESE, Reidr “ThE” .
AT BSOSt 2 RO AT U ]

|

N

A\ |

#R2-4 I XS HH A

S 1B SHEE
B B N X i 9 5K 18] 44 R cgw-001
FRis B N 3t Y S T TP o IP Address,
22 XX.Xx.22,
et

£ RYIE
15 P35 T A BT B (RS P A

214 BR=: BIEFE—5 VPN Eix

RIFDE
BB ALNFHR, iy < ERL RG> SR-VPN SR
HERD AE VPN UM, Hidi <R VPN SR
HX

FB3 MRE A IR RECE % VPN S, A5 nd “R” .

N\
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ARG S BE S B AT 3
F<2-5 88—2%% VPN &S H1RA
2 1% BH SHEE
E I\ VPN EHZI AR vpn-001
VPN 2% RS QI VPN WCRIEE T vpngw-001
VPN 2%,
M2 TP P VPN M3 EIP. 11.xx.xx.11
o} i 9 5 PP . B I SBR[ cgw-001
Ui X
HERA L WePE “HSHEHEER . BRI A G
ot i - Y HONBUR RO AT VPC BB T 172.16.0.0/16
05 Ae 77 = SRR CFrharmE” M CEHBhR” B | Faharid
g
AImbEIERE O H | BoEAE VPN W5C F 1 tunnel 42 113 169.254.70.2/30
hk hk.
AR
SRR X T ERT It R AR EE O bt/
XimbFiEE O ARG S,
o} s g A 22 1 M | TC B ZE D 4% B 1K) tunnel 4 113 | 169.254.70.1/30
ht HE
AL FIF 245853750 N I B rT SE PRSI Al “AHHE NQA”
AR
INEEFTISRT, IBHAXTIRME ST ICMP
IThee, BEXfimEOititEEXtimx F1TF
MEcE, ANSSE VPN RENE.
itk 2550, 1 | VPN B4 . Test@123
N VPN 6 U P S T B ) i s
HFRE—.
TRHE I & 15 IKE SRBEFN [Psec 5EHE, H T35 Lo NN W=
5E VPN FEiE inas 5k
VPN & 42 A0t i (X S i B ) SRS A5 S
WE—F
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£ RUIIE
16 “VPN MR TURAE BB OUR I VPN JEHeqE B, WIBIRE N “@Urh s T ke

Xt PO AR C B, TR AT RERE, FrPAKRZ) 2 0 Bia, VPN IEBCIRES 242

“RIER,
215 SEN: f@EFE—
RIELSE

FER1 AALMSHE, By “HEEHMNE > lAR-VPN IEE” .

2 VPN %3

HIE2 fF “VPN &R Ui, Hd A8 VPN ER”

MF—2% VPN EEAMLL, BRTER. R IP. A%mBEiEHEE O Huhk 0% v g 8 8 1 3y
AR, HAtBE#MREF .

F2-6 BE_% VPN EHES A
B AR SHEE
e BN VPN EHZII 4R . vpn-002
VPN %3¢ WFE2.1.2 S @ VPN MKf] | vpngw-001
) VPN K%,
W55 1P 1%+ VPN WG E EIP2. 11.xx.xx.12
METIEPS HF2.1.3 ST QAR | cgw-001
£ %o i DO 5K
HERER R AR A % E AR
X 35 94 N O AR VPC B FR. | 172.16.0.0/16
Bl il | SR CFEhamS” M CESAE” B | FEhaED

7 2o

A ity b T8 2 1 3
il

BCE7E VPN W 2¢ 1 tunnel £2 113
k.
Ll
X o) K 7 X LA RO A i 2 (1 1t/
SR EE O S R E.

169.254.71.2/30

X i B TE % 13t
ik

Jic & 7E FH P N 48 BT tunnel 2 1130
il

169.254.71.1/30

AL

HT 256 3 5 T % AT SE Al .
1iEH
THEEFTERT, BRIAXTIRMIRSZHF ICMP
Ihee, BytmEOiiEEXT R FTE
HECE, SUSSEH VPN RETE.

n)ik “fERE NQA”
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2 WiRA SHEE
WILE . o | VPN ERbh 8. Test@123
% VPN I e R i 90 I ) T 22
HRE—
HmE i B 4 IKE SREEA IPsec $EME, FTH | BRHARE
€ VPN FEiE N 5k .
VPN 322 A0t i (X S i B ) SRS A5 S
WE—F

LERUNE

-

FE “VPN &4 TURAE BT Q1K) VPN S5 5, WIIRREN “aldh 7, dT it
Xt R RO B, TR LA RERE, FTLAORZ) 2 e, VPN IERSIRES 2R
“« ﬂii%j:% ”O

21.6 TBH: BLEimMRILE

BRIESR

(MR

ABIRTIRRIKLALE S AR BRER=S /9.
ok AR b AR G B S .
HEN R G

<AR651>system-view

Wi B A W42 1 1P Hbdik. AR5 1% AR 2% H1 2% GigabitEthernet 0/0/8 Jy /A M4,

[AR651] interface GigabitEthernet 0/0/8
[AR651-GigabitEthernet0/0/8]ip address 22.xx.xx.22 255.255.255.0
[AR651-GigabitEthernet0/0/8]quit

AR NN 3:E

[AR651]1ip route-static 0.0.0.0 0.0.0.0 22.xx.xx.1

Hrp, 22.xxxx 1 N AR FRHZRAM TP IR L, TERRHE SR ..
JFJE SHA-2 Hi%HE4E RFC bRt HEThRE

[AR651]IPsec authentication sha2 compatible enable

fit & IPsec %442l .

[AR651]IPsec proposal hwproposall
[AR651-IPsec-proposal-hwproposall]lesp authentication-algorithm sha2-256
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[AR651-IPsec-proposal-hwproposall]esp encryption-algorithm aes-128

[AR651-IPsec-proposal-hwproposall]quit
FCE IKE %452,

[AR651]ike proposal 2
[AR651-ike-proposal-2]encryption-algorithm aes-128
[AR651-1ike-proposal-2]dh groupléd
[AR651-1ike-proposal-2]authentication-algorithm sha2-256
[AR651-1ike-proposal-2]authentication-method pre-share
[AR651-1ike-proposal-2]integrity-algorithm hmac-sha2-256
[AR651-ike-proposal-2]prf hmac-sha2-256

[AR651-ike-proposal-2]quit
Fic B IKE X444

[AR651]ike peer hwpeerl

[AR651-ike-peer-hwpeerl]undo version 1
[AR651-1ike-peer-hwpeerl]pre-shared-key cipher Test@123
[AR651-ike-peer-hwpeerl]ike-proposal 2
[AR651-ike-peer-hwpeerl]local-address 22.xx.xx.22
[AR651-ike-peer-hwpeerl]remote-address 11.xx.xx.11
[AR651-ike-peer-hwpeerl]rsa encryption-padding oaep
[AR651-ike-peer-hwpeerl]rsa signature-padding pss
[AR651-1ike-peer-hwpeerl]ikev2 authentication sign-hash sha2-256
[AR651-1ke-peer-hwpeerl]quit

[AR651]ike peer hwpeer2

[AR651-ike-peer-hwpeer2]undo version 1
[AR651-ike-peer-hwpeer2]pre-shared-key cipher Test@123
[AR651-ike-peer-hwpeer2]ike-proposal 2
[AR651-ike-peer-hwpeer2]local-address 22.xx.xx.22
[AR651-ike-peer-hwpeer2]remote-address 11.xx.xx.12
[AR651-ike-peer-hwpeer2]rsa encryption-padding oaep
[AR651-ike-peer-hwpeer2]rsa signature-padding pss
[AR651-ike-peer-hwpeer2]ikev2 authentication sign-hash sha2-256
[AR651-ike-peer-hwpeer2]quit

SRR

®  pre-shared-key cipher: FHILZ 4, 7FEM VPN RN E 1K T

ﬁ )
® ocal-address: AR % H1 28 12 A Hudik
® remote-address: VPN K<) EIP/3F EIP2.

It & IPsec ZA&HEZE,

AR651]IPsec profile hwprol
AR651-IPsec-profile-hwprol]ike-peer hwpeerl
AR651-IPsec-profile-hwprol]proposal hwproposall
AR651-IPsec-profile-hwprol]lpfs dh-groupl4
AR651-IPsec-profile-hwprol]quit
AR651]IPsec profile hwpro2
AR651-IPsec-profile-hwpro2]ike-peer hwpeer?2
AR651-IPsec-profile-hwpro2]proposal hwproposall

[
[
[
[
[
[
[
[
[AR651-IPsec-profile-hwpro2]pfs dh-groupl4
[

]
]
]
]

AR651-IPsec-profile-hwpro2]quit

It

)

oy,

P

=
i

PR —
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FER10 BEEMREIERL .

AR651]interface Tunnel0/0/1

AR651-Tunnel0/0/1]mtu 1400

AR651-Tunnel0/0/1]ip address 169.254.70.1 255.255.255.252
AR651-Tunnel0/0/1]tunnel-protocol IPsec

AR651-Tunnel0/0/1
AR651-Tunnel0/0/1
AR651-Tunnel0/0/1]IPsec profile hwprol
AR651-Tunnel0/0/1]quit

AR651]interface Tunnel0/0/2

AR651-Tunnel0/0/2]mtu 1400

AR651-Tunnel0/0/2]ip address 169.254.71.1 255.255.255.252
AR651-Tunnel0/0/2]tunnel-protocol IPsec

AR651-Tunnel0/0/2
AR651-Tunnel0/0/2
AR651-Tunnel0/0/2]IPsec profile hwpro?2
AR651-Tunnel0/0/2]quit

AR A UL T
® interface Tunnel0/0/1. interface Tunnel0/0/2: P4% VPN XM Tunnel B%iE .

ARBIF, Tunnel0/0/1 %M. VPN M5C 3 EIP FRLER] VPN 4% Tunnel0/0/2 M
VPN 3% 3 EIP2 FrfEf] VPN i#E#z,

® ipaddress: AR % H #% [ Tunnel £ HLAE,
®  source: AR H I3 A BT
®  destination: VPN &)= EIP/3= EIP2.

£ 11 E NQA.

source 22.xX.xx.22

destination I11.xx.xx.11

]
]
]
]
]
]

source 22.xX.xx.22

destination 11.xx.xx.12

[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[

]
]
]
]
]
]

[AR651]nga test-instance IPsec nqgal IPsec ngal

[AR651-nga-IPsec ngal-IPsec_ngal]test-type icmp
[AR651-nga-IPsec ngal-IPsec _ngal]destination-address ipv4 169.254.70.2
[AR651-nga-IPsec _ngal-IPsec_ngal]source-address ipv4 169.254.70.1
[AR651-nga-IPsec_ngal-IPsec ngal]frequency 15
[AR651-nga-IPsec ngal-IPsec ngal]ttl 255
[AR651-nga-IPsec_ngal-IPsec_ngal]start now
[AR651-nga-IPsec _ngal-IPsec ngal]quit
[AR651]nga test-instance IPsec nga2 IPsec nga2
[AR651-nga-IPsec_nga2-IPsec_nga2]test-type icmp

[AR651-nga-IPsec _nga2-IPsec_ngaz]destination-address ipv4 169.254.71.2
[AR651-nga-IPsec_nga2-IPsec_nga2]source-address ipv4 169.254.71.1
[AR651-nga-IPsec_nga2-IPsec_ngaz]frequency 15
[AR651-nga-IPsec_nga2-IPsec_nga2]ttl 255
[AR651-nga-IPsec_nga2-IPsec_ngaz]start now
[AR651-nga-IPsec_nga2-IPsec_nga2]quit

FH R A U AT -
® ngqa test-instance IPsec_ngal IPsec_ngal. nqa test-instance IPsec_nqa2 IPsec_nqa2:
NQA # 7K.

A7, TPsec_nqgal XFM VPN 2% 3 EIP AT/ER) VPN ZE$2; IPsec_nqa2 Xf M
VPN W< EIP2 FT/E /) VPN &

®  destination-address: VPN [ 5¢ [ Tunnel 22 2 ik .
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®  source-address: AR %8 Tunnel #2211 Huhk .
SR 12 FEFHSKHHBES) NQA Tk,

[AR651]ip route-static 192.168.0.0 255.255.255.0 Tunnel0/0/1 track nga IPsec ngal
IPsec_ngal
[AR651]ip route-static 192.168.0.0 255.255.255.0 Tunnel0/0/2 track nga IPsec_nga2
IPsec_nga2

RS
® 192.168.0.0: VPC AT
o [f %74, Tunnelx %D IPsec_nqax s 2 [ J& T —2%% VPN &4z,

Gk

Z5RIIE

PR ExEHEEHEG, Bl ML > VPN” #EA VPN £ &

B2 AELMSHA, B R LTHME > MR-VPN &7 .
BB AT LA B # 46 VPN IEHRIR AN “IEH 7,

|

\

21.7 BN BEIEMNEEIRFE,

BRIESER

BB GREHEERG, Bl M > RN .

T2 GRS EWL
Aol i i B G AR (VNC 730,

$B3 EER EVMIEREERE N, AT TS, I ML HIEE .
ping 172.16.0.100
Forr, 172.16.0.100 9% bt iR 25 #5160 1P Huhilk, AR SEbr B 4t
FlRWRMEE, RoRMgg .
HKH xx.xx.xx.xx KB FH=32 Mil=28ms TTL=245
HKH xx.xx.xx.xx KB FH=32 Mil=28ms TTL=245

KH xx.xx.xx.xx FEE: F3=32 F{]=28ms TTL=245
KH xx.xx.xx.xx PEE: F3=32 W]=27ms TTL=245

Gk

\
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2 kg VPN 83 RiE
2.2.1 6i# VPN M 3%
2EA=
B HEN VPC 5 o FAUR S S O BRA A 2508, 75 2256008 VPN W
Ko
BN
o EMUEIALE = VPC B AIEEN. M SEBEIAE = VPC, i3I (B
AE=HFTEED.
o HMIANERIFAE = VPC 4N e 4l E, ECSIEEIEY . Wit & 24 d
B, ES W CGEMAAE = e ).
BRIESH

1. BEHEG, Bl “M% > VPN” 3N VPN 5§l & .
2. EAMSHAERE BT HMS > £MAR-VPN X" .
WIERFTTE region L[5 LR ALAR VPN, iHiESF “BILE ML > SHhR 7,
. fE “VPN " FHif, i “I8 VPN K7 .
4. AR E S, Fpdr “SrRalEg” .
TN GIEE ) VPN W SCHURE, B “TilHiE” .

2.2.2 61)i# VPN &z

BRiEIAE
1B T E VPC A )5 2 E NS B RO B 2% 458, A3 VPN W05 75
6 VPN &,
BRIELE
1. BREHESE, Bl “Mg > VPN #E VPN 6] &
2. TELAMSHAZER “EBIE MY > SHE-VPN EH” .
W FT{E region A5 FLR VAR VPN, i3 “EME ML > ZiR 7.
. fE “VPNEE” im, iy ‘A% VPN IERE” .
4. RIEAMIERAECE S, JEmd “SrRIeE” .
5. DRUNBSIE R FRME, 18T AR E OB PO B % 8 B E b ks BT IPsec
VPN PEiE & -
2.2.3 BE & X imi &%

fic B i B VRS S W (REINE NS BE 48RS ), %485 vl L3S Bh s i B A )
VPN %4, SCIVEAHNZE 5 VPC 1™ [ BB 3@
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3
3.1 B2 PPHIZMNER VPN

N A T B ST ) VPN BEAT RS4RI B, mT A 48— S Rk 5%
(Identity and Access Management, f&FK IAM), L IAM, &[T LL:

o IRFEANANVSAN, AEMIKS T, gk P ASFEIPRE TR A TAIE 1AM A
JU Ak R TN E— 22 AR, ] VPN BRIk

o RIEANVH T HIIARE, BCEAFRRUIRBIR, LUK S 2 8] B R

o i VPN RIFEILA E Rk, M ALK 5B m R ss, XK 8 RS AT
DIARGE AL PR BEAT IE 4

AARIK S D2 REl 2 I EDOR, ANFHEGEMALH IAM HI 7, 8] DLk A 57,

SR EALE T VPN IS5 LB hRe .

AN PR TS, AR 3-1 Fis.

>

BRI

P BB, B TR AT BLAS N VPN BUR, 45 & SRR R AT
.
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~HRIE
E[3-1 A P#RY VPN BURARTE

Fi4

HERFEFEDR

BERFRHRIARFH

APREFH IR

g5

1. B IR

72 IAM = G I 4, IR T R L I 45 5 AR “ VPN Administrator
2. GUEAFIFIMAHP A

7E IAM #ZEHI G a7, IR 1 el 4.
3. HPERIFWUERIR

Wl PR E, DSRERAXE, RIERUR:

- fE RS HIR” HRIREE ML > BTN, AN R HMEE >
AMEAR-VPN 5™ T, A A Al VPN Mo”7, S2lANE VPN K
7, wRAIE TS, Fon “VPN Administrator” EA4E %K

- “IREANERT PIEFERR VPN RS A (RS RTAURI A& VPN
Administrator) FAE—RS, ZHHFRBIRAE, Fx “VPN Administrator”
AR

3.2 VPN BE X FRE&

AR ARG TE K VPN AR, AN 2 B HRAESR, v LB H & SR .
H ATz M 557 65 SCRF LA PR 5 2CBIEE 1 52 S -

o FIHLALHLIEI QI B8 RIS R T MRSRIS IR, AT AU R B i
G 1A, PO SRPFSESRIS AR, AT E BhAE BOR
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®  JSON LK A 5E SRMG: W LIFEREPESRISBAR  ,  AR FAA T R g R 5ems Y
7% ] DUELERAE M HHAE A 2 5 JSON A% 2 SRS 7Y 75

RGP BRIES W: (G S AERS I 1ER) 1 “BI B E ORIk &4, A
ORI VPN H 8 SCGRBE A .

VPN B 7E X SRI&£451
o Rl 1. BBUHFMHER VPN S
{

"Version": "1.1",
"Statement": [
{
"Effect": "Allow",
"Action": [
"vpn:vpnGateways:delete"

]

1
}

o Unfil 2. FEZAEHI S MER VPN %

0 46 SRS 75 B A LA LA SRS, I e fER . P 94 T 1 SR
W, —ANRBUTRAE B A SR [F B AEAE Allow F1 Deny, WIE{E Deny fR56E M .

WAL P #2T VPN FullAccess 1 REuHNE, HAFEMH A VPN
FullAccess H € CHIMIBR VPN ERARR, &0T LA —& A5 4Bk VPN ZEH: H
TE IR, ARG R VPN Full Access FIE 4 Sm& R T HI 7, #R¥E Deny HL5¢ R
M, JUHH AT AT VPN $UATER T IHER VPN &AM BT A #4E . FE 40 SRm& o5 an
I

{
"Version": "1.1",
"Statement": [
{
"Effect": "Deny",
"Action": [
"vpn:vpnGateways:delete"

]

1
}

o URfIl 3. AN

AN E SCHRIE R DL 2 AR, HLER 1 AT DAL E AR S5 ARS8
A DAL AR R 55 BRSO, R] DAL R A R 55 A B BRAS e 55 R S 2k, B2
T H R 55 R e A R RIS . 2 AR A SR SR I R

{
"Version": "1.1",
"Statement": [
{
"Effect": "Allow",
"Action": [
"vpn:vpnGateways:create",

"vpn:vpnConnections:create",
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"vpn:customerGateways:create"

"Effect": "Deny",

"Action": [
"vpn:vpnGateways:delete",
"vpn:vpnConnections:delete",

"vpn:customerGateways:create"

"Effect": "Allow",

"Action": [
"vpc:vpcs:list",
"vpc:subnets:get"
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4 ) 4EM

4 H P&

4.1 1A VPN W= ETE

4.1.1 83 VPN /%
1 EHA

ISR AE TR R VPC HR s 5 E AU A B8 h o0 BURA A I 28 38, G2 VPN IEHE

Z T, TREAIE# VPN M,

dE B =
B3R n:%\

AR X5 P 5C TP M hE NN, AR UK 4-1 s

F=4-1 LAMX R
Stump x| HEFLEN iR
IP N

1 " VPN EIP, VPN W S HE 72458 FH XUE
FEIP VPN & #HECH

Fof e VPN
2 IP1 +EIP VPN M%fﬁﬁ'ﬁiﬁﬁjﬁ%
@ (Fn) |#st, woak i 24
53 FEPR VPN LA
pEp TS VPN

o N BE F AU AR S, HoG R OE R BERL B — A TP ik, VPN K
KHEFE XSRS, & EIP. & EIP2 Z01 —4% VPN &8, X8R — A% i )
KIPFFE—/> TP Hiht . %375 NN S H—A VPN B4 B .

o WA HE H OAFAE R A IR O, B AN P S T DARC E AN TP Mkt
VPN W SCHEF i F 2 %180, 3 EIP. %% EIP B0 —4% VPN &8, X205 i
W SEHIANTR TP btk . Z375 F 5 AP VPN 4 AL
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4 ) 4EM

)R 5 PR

BRI

BRIEL R

N N

Nil

B8

—_

8

8

8

= W N

o R R R SR SRR AR B O [ R O
o ORIRAMLER AR RN, 5 OGUE Aolb it b 4% R R 2R SR B BR A

o iHHIANEIE = VPC CABIE RN MA@ EMRA = VPC, 1S W (E
WA =D

o IEMNEINMA = VPC ML UM C LR E, ECSEFEIENR. i E Z4d
MW, EZ A CREUAAT = ).

o InAuEid ki A ER SGHK VPN WSC, 1EMALEE H & ER C4 818 58 .

Iy G A b % 2% ER, 152 W (L%t #s ER HI4RED .

RGN G, Bl M4 > VPN 3 VPN #Hil & .
FERM RS, Bl “RMLHMZ > AlAR-VPN K7 .
f£ “VPN M7 Ftii, e “GI8 VPN K7
WIERmIT R ES S, Bd “SLRIEIE” .

VPN MR ZHHS WA 4-2.

3=4-2 VPN M2 815 ER
2 1 AR BB
TR o I, EATFE T, VPN NI VPN &R | #FEiH %
ZH S A U B, TR B AN 1 /N
[X 35 e T A8 BT E AT ) [X 35 AT DA BAAEG X 2% Fi) 4 TH AR S R 7 L
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AH }% UDP ] 500 1 4500 ¥ 1.

o KMECE: WINUTiR & b TR L B O BRI 4 I B) IPsec TR L, VR
BETH) N —Bk ARP fENT AT IX .
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6.1.1 B Z A LS =i# 1T VPN Xfi%?
VPN SZ it IPsec #030,  F 7 mT DLdE S BLR PN 7 T 7 0 E08E A o0 R 15 £ e

5w AT R
L WS A IPsec DUREANIRAL: 15 B B AR SR SREGE 15 SCFF 1Psec
VPN,

2. RTHMESH, ZERA MEEE 0A BE R AR TP B 4 NAT B s [

e
N

S IP CHE NAT %k, VPN %447 NAT MR /5i3E) tarbl.

(MR

EBRREES IR, MARBILRIHIRE. Windows EHLEHAY VPN RS (40 L2TP) %
E5=M VPN #HT3d1E.

5= VPN IRSHII s raE:

RE B R (BKE/AR), WA (B5KIK), CheckPoint (FHXER).,

=RST BEE: WER, Bz, T5# (aws), HEK (Microsoft Azure),

B mEIE: strongSwan,

IPsec IMYET IETF fuEMY, EFRSFRZIMVN B SZd TdE, ARAFEXT
BRIIREES.

BRI RS EE R B R FOD K S ER S AR MY

BB ISR P EEMRSF IPsec VPN (9, (BRFEEIMWLIRH License
7 BERGEIRRINRE.

BRFNEESDOEERRERERAES S /T,
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6.1.2 VPN thig S BEMLE? BAERTA?

#6-1 VPN hEas#

il BCE N &

IKE WIE 52 e MD5 (HLEVEZAMRAK, WEAD
e SHAI (MHEEZAVERAL, WEED
e SHA2-256 (ERiM)

e SHA2-384

e SHA2-512

hnss e 3DES (WHEEZEMRAL, EEAD
e AES-128 (ERil)

e AES-192

e AES-256

* AES-256-GCM-16

DH &% e Group 1 (MEEZAMRG, 1H1E
D

* Group 2 (MEIEZAMRAL, 1HHE
D

* Group 5 (MEIEZAMRAL, 1HE
R

* Group 14 (WLEIEZAMEEAL, TH1HE
A

e Group 15 (BRI

* Group 16

® Group 19

®  Group 20

* Group 21

A o vl CHZENEAMELE
o v2 (BRI

AE A A 86400 (ZRIN)
Bfr. b
HUEVEE: 60-604800.

A bR iR o [P Address
Aty 1P Huht 1 R4 H sh kB oR, T
AP T E .
e FQDN
BRI A ui b PR 2 TP Address, 1D
{2 VPN M2 M TP,
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X S A 1R

® [P Address

e FQDN

BRI i iR IS & TP Address, ID
(BRS39S ) A 199 TP

IPsec

WIER %

e SHAl (MEELZAMRAL, HEAD
e MDS (MEEZAVEEAR, EEAD
e SHA2-256 (ERil)

e SHA2-384

e SHA2-512

sk

e AES-128 (BRI

e AES-192

e AES-256

e 3DES (MLHEIEZAMRAL, HEMHD
* AES-256-GCM-16

PFS

e Disable (WWHEIEZEMERAK, HIH
D

e DHgroup 1 (LEELZAMERL, iF
HAD

* DH group 2 (HEIRLZMRAL, 1F
HAD

* DH group 5 (MBEERZAMRAL, 1F
THHD

* DH group 14 (MLEVEZEVEEAR, 1
THAD

® DH group 15 (ERIA)

® DH group 16

* DH group 19

* DH group 20

e DH group 21

e b iX

e ESP (ERi)

A= i 4 44

3600 CERIAD
BfT: Fb,
HUEJaE: 30-604800.

(AR

e PFS (Perfect Forward Secrecy, TTEMNRIAZEMNE) B—L i,
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IKE D AR IER, SBMER (IPsec SA) RIEBENREHE—MNERINEEMBIZRITE
1, —BEE—MENEHHEE TS IPsec VPN ZEURIC, MIEFESASIENZ M,
IKE f2{t7 PFS (EXMRIRE) Ihee, SR PFS f5, FEBHT IPsec SA tHFSRI 1T —IRH
DNRY DH 3235, EEFTAERGHTRY [Psec SA B4A, IS T [Psec SA IR EME.

o ATIEmTEM, BUAFFE PFS, BHIARFMEIEFOMKIZEBFE TiZI8E, Bfin
FEEFREF—H, BUSSEEEY.

o IPsec SA FT4mER, A2 VPN RETUERESH, =MNIREBIIEREIAEE 1843200KB,
ZBHAEINESE, AT EIL [Psec SA,

6.1.3 BB AN ABEE IR, BIEEREARM IDC, ARIEE
VPN SLIfiEEE?

IR
VPN &2 AT M, Bz | VPC W48 5 58 s N .

VPN I JG, WA W IR AT DB AT AR SR A kS5 i e, L B P R 55 45 U5 1) 2
A8 P 55 AR 2 AR AN 1) (7] — Ryl B e BN LR AR, BRI SR AT I

XFP37 5058 IPsec VPN B85, W5 P e A .

Al VPN B LR, IFABRE S5 (AR 5 /2o L2 AL Sl Aot , RIEA T
PN 10 e Wk 1 €770 SRV s 4 R A NN [ 8

ikl
o FFTESTIE VPN LUG, BEXREMSERNERLRR, EBRsimlSIERIETT.
o EWAPLIET ping, IRENWESAIZEIRTLER.

6.1.4 2 A LURT VPN SCI & o) 7 g ?

6.1.5 VPN ZEixEt4? FHPEMSE VPN W xB a0 ikiFE VPN &3

07?2

AL,

VPN SEIL 2R = B8 VPC -5~ R A o0 ) IDC W8T i3 5, R o
5uk S HIE (site to site) o

Rkt

VPN #&E#z, $8— VPN Mk E5H M — NSz W 1P 2 (a1 571 IPsec iEHz:, —
ANEFEH AR E 2 AR Cvpe FHIF D Fctug 10 CH P M-FR)D,  LERRAC
BEMNEE.

LA VPN ER N EEIE S S5 P BdE b o8 %, B4 VPN E 118 2407
VPC 5z T — AN 0 25
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VPN JEH ) i rE 6 5 LI it
Subnet al — ( N AR N ——Subnet bl
subnet a2 — VvPC i:: IPsec Connection ﬁ )Eﬁl)DjCﬂlu ‘ Subnet b2
VPC subnet
(MARIY:
HMAIRER al. a2 SAEFMIMER b1, b2 SEEER, (XFEIE—F VPN EHEHEERNZ
NIRRIERFNZ /Mt ERRDE],

6.1.6 VPN E#FEE B IR?

VPN ERERPRS IR T F4E, VPN &M S 2 m = BEARS CES kA
WEL (LIRS FER PRI R, (RS SR < >
Py SR Rac S Aeg ST

VPN MEHERAE7E VPN s “ Ui vl ik 2 B R,
6.1.7 #7 IPsec VPN EiZEENK A ZFNZ5H50L?

LA FH K 7 42 ARG 3R AT AIE R VPN A SSL VPN. PPTP 8 L2TP, = IPsec
VPN i F Fii e == 55 80 7 St A7 0E, f%ﬂﬁaﬁﬁ VPN W2 |, 7E VPN B 58 ild)m Bl
FENTIEIE, VPN W OCHT RS I ENLAEHEAT 10 A5 B TC TR A\ K 7 42 A,

(MARIY:

IPsec XAUTH K2 IPsec VPN B3 BHECR, B VPN eI LGB BIAIKF
EHIRA TN

EETRY NS Z Tl
6.1.8 IPsec VPN 2B S BB FRE?
SRR E s ERE .

6.1.9 VPN W HIfR f5 2 ik 2 & AT LR ES ?
I2dE VPN WSe iS40 723 EIP, M| VPN Mg 5 <= 155 MR 45 2 142 3% EIP.
R FEFALEE EIP, iELEMIFR VPN WS RT % EIP SEATARE0EAE

6.1.10 VPN Mz a] PLISIE MR A 25 2
VPN M3

USSR P SRS, SRARRR. AREL. HEE. LR
CLHIES

FEif) VPN FOCISFORA, WE7E VPN 26 “ 26 [p” 4t BIP R = 472
£,
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VPN #&#

AU IER RSS2, B0 VPN SRS SERER T SE . B H A IR i K
W BEREQR. BELRFYGE . BRI R KN E . BEIEER R,

Horr, BEBRALIR-PIINE . BEBRAEIR e KINAE . BERR R AR PEEATIR- T IS SE . FE
AR IR ORI SE . BEE B R FHE B VPNERE, £ “EEAREE” s v iR
A TEATAIN: FARIHE R FEAR (L VPN SERAE s g i isl, BT NQA il il
il 5 SCFFICE -

i) VPN B R A, TE VPN M “Uik 7 gt e

6.1.11 VPN W ZEIRIE, ZRFINEANA R, TRAEAE
ta?
= BRI S VPN W s 5848 1 & = 7 [, RIS Ry T 38 S\ 2= 77 Tl AN BRSSOk
(R AN FR IR N 2 77 17 F) o 5 SRS T 4
o BT LM PE<=10Mbit, TNz % —REN 10Mbit.
o SR FISLIHNE BE>10Mbit, TNz A 5 0 S 55— 5.

F17 T8 1 B R T [ PR gt — 15 98 A Mibit,  $Z3 BT 9% R & S GByte.

6.1.12 ZAfAME VPN iR IG5 ?
B BMIRIA B VPN 3 L2005, 76 VPN RPN VPC 1940 75 T 49 5l 01
ECS, FH#FA~ VPC Z 8]/ ECS #H H.E1% ping M HIHM T, Mk VPN FERE I .
M P SEE VPN WSSHIH 584 200Mbit/s B, JURE R T.

1. Byt ECS #34EFH Windows £4t, MI# A Ak 180Mbit/s, f#iH iperf3 Al
filezilla (&3 SCHF fip M SCHARS T HD) K0 i 96 255K

(AR
EF TCP A9 FTP Y EHZEREFING], 180Mbits HFITEE, H IPsec HMUSIENNHTRY IP 3L,
Et 10%AARNEFREEME TG IEFEISR,
i H iperf3 7 ;i A &5 SRk B an ] 6-1 Pl
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VPN ZE#H P8 6 ‘i IR

[El6-1 200M T e P iperf3 MIREE R

2 c 18.1.8.188
g 14.1.8.188,

41 local 19 A.75% port = il to 16.1.A.1868 poet 5261
ID] Interwal

41 a.

11
41
41
41
41
11
41
41

R - T, IR
TR

L ID] Interwval 2
[ 41 A.@8-1A8.81 sec 2 ytes = sender
[ 41 A.88-18_81 sec 21° ple: 83 : receiver

iperf Done.

5 F iperf3 AR5 75 v il 25 SR A W 6-2 Fis.

[El6-2 200M 5 FEAR S5 iperf3 MAZER

2. H XU ECS ## F Centos7 &4t, MAAIEZ WA 180M, {HH iperf3 i &
3. JR%-#%un ECS f# [ Centos7 241, &/ i Windows &4t, MHHEE XA 20M
fA, HH iperf3 Al filezilla IARIH AN GETH L 77 v ZoR .
JR A {ET Windows A1 Linux %} TCP JSEIIA—EL, SEEEZ . A GG ECS
ERAN R RS, ol 2w 56 BoK .
fFH iperf3 MR 2h R WA 6-3 Aiw.
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[El6-3 B AXTiHAY ECS REAERT iperf3 MR AR

ID]l Int

41 a.88-1 .80

41 1.88-2.88
2.88-3 .00
1.88-4.88
4_88-5% .88
5. 88-6 .88
b .B8-7.88
7.08-8.88
B.a8-7 .98 -1
7. 080-1A0.88 se

Interval 1)1
B.08-18.88 se - vte 24.4 ac sender
H.080-10.88 sec Z28.Z MByte 23. B receiver

iperf Done.

FH PGS VPN SR I S [ B AR FR ik 6 7, BPiZ VPN WG R AT VPN 82 145 6
Z M. FERW RSN, BT ENRERERERY, TEMHAZE ENWEZLRE

A BEFE 0 F B R S 98 . X Rl T ECS FOL B Bk R &, Eil ECS MR 32
£ 2G PL B TE .

WRBE: FLIAER, =WRBHEFRERER, BEENMEGmFEHLEHE

HRRERS, FHNFERFEEER.

6.1.13 VPC. VPN 3%, VPN ZEiEZ B BEHLXER?

e VPC, U= ERAHEHML, [Fl— Region A LAGIEZ /N VPC, H VPC ZI[A#
HIEE. —A VPC H ] LRI 2 AT B .

e VPN W, T VPC &, & VPN EZMEA L., —A VPC N ZHEIWELZA
VPN W, &M R] LB 2/ VPN &%,

e VPN EFE, HT VPN Woeflz, HT&E@ VPC FMATH A &0 (8HEE
Region ] VPC) M, BIEEAS VPN EEEEE 7 — N 0EE b (1 K 5%

(MEEY:

VPN JEZINEES VPN EENANinFRiTin s ETX, NS5RF VPC EEEENA
PEIESL (3ELE Region BY VPC) BIESTX, SEIEM VPN IEERIEERD VPN IEEFIER
FERINEE (—PMFER— VPN IEE), tBrlL7E VPN RXHERHEREIMKEEIEEA VPN
EEHE.

6.1.14 ZA{ATIBAE VPN 3% 15 A BY Xt i RN S 0 35 i 1 ) 2

X i DR SR AN S 0 A2 SRR BORE S, AE ST VPN IERERT, MBI A&, VPC K
LR AT M, GBI VPN WOCHIUE ASHL IS¢, 55 22 o 432 AR T 0] oA % 2t A %o S5
W, FH P00 Ry A DR 0 o i P K

SXoF i ) 56 TP gt A2 FH A R DG R A Y TP, %o B X 48 75 AT VPC - 9 ELIR )7 94
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6.1.15 EIEZEE THZ AIRFFZEEN LI N EER?

Z ] VPN J& T IPsec VPN, ‘B & T4 @z L VPC FH -~ s 401 M VPN,

BT LA S VPN A0S IR S5 S B oo, 15X S8 Al 45 4% AT 7E O 000 0o B

Hx.

—/> VPN 5632 R0 5 AN EIP A 20 )8 5 HE 4738145 -

o I MEE O R —ANAME ARG, B RS (B BN #E
ZMICERE S Internet: X FPE I BN E — VPN &84, B VPN ML HA
EIP 73 AL & — 4% VPN A 0 H R SIS .

o IR RO RBAWADSAME DM, FrgiRSe (EHS7END BT
AN RIEFE S Internet: X FHEOLT EACE S VPN EH24, Bl VPN M4
EIP 73 7 C B — 2% VPN ZEFEFPR AN 20 H 10 DG IEAE

6.1.16 VPN ZFFFA1> VPC BiEMG?

o RMA VPC AL T A — Xk, ASCFE VPN BiE, HEFEEH VPC X 5E%EH: H
%,

o WURMA VPC A T AR XK, SCRF VPN i, HAREIEWT:
a.  NIXBA VPC 73l el VPN oG, NP4~ VPN WG VPN &4z .
b, HEPAS VPN REFE 5 ) 5CB B X 7 VPN R OC I 5¢ EIP.

KPS VPN 4R )5z i1 P 1 B 77 VPC B

d. A VPN BRI L R MR SRR R — 2

6.1.17 £ VPN ST X 4% & p MR LL #2000, 17 i0) = im = M 7E B F
oy =] ey
fic & VPN B, 775 20 P 8 O oe B3 nbA R VPN BLE (S B:

e |KE/IPsec $KM&HL & .
o [iLE VPN IEHA AN % A AU e e A

o JH R ML M ECE OSSR MG, B ORAAE VPC IR A B 1R
BRI R (RDSRSE IPsec HME ).

6.1.18 EZ M OBIMLEH, BB FEARNMNHORHER— VPC #31
VPN EiEM TR E?
1YW

6.1.19 A{aIBH 1k VPN &3 I g 52 2

VPN JERAE IR P A RE 2 AF R E RO, il B R 26 AF 4T TPsec SA 2R
i JE I RDRE 2R VPN A 4 i ik 20GB, B P — AN G G R

K 2 B T T DR 7Y i 1 PG LA SR R RO R, B PR S - L R
& -

o
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e IR ACL ASULHL

®  SA A IAIULAL;

o H s 0 RECE DPD;

e VPN fli i fE sl TR E S S

o IEEMMLELE.

RICIE/ERC B VPN B R ERVERIEC S, DABEAT SRR S R -

o Wiunf ML E HNEIL;
o SAFmANEE

o s LMISTE S DPD BCE, SHIIKEBA DT 3 K

o EEIREHENS LI MIFSAE
o IXE MK HEH 01 TCP MAX-MSS /4 13005
o AR K HE o A RS T A A VPN E A

o A VPN EZ AP Ad A B, T JE P s O B K 1 B P R A L

6.1.20 ZN{AIfRR VPN FERETC R E S IEIE o) ?

1 gsiEhlG, AN “EMTHME > AR-VPN 57 .
2. fE VPNIEEFIFRT, B bR VPN &R “BIE” 7 “BECERECE” , BF

1% VPN 45 N IKE 5BE AT IPsec SRIETEN .

3. Kz b VPN &P 1) IKE SIS IPsec SRS HH IR B i A ORI S 75 5 i

S fC B 2

WRFE M B IKE SA &85, 3 Fr Bt IPsec SA REE, & WAHH N IPsec K

% 5 5 O 78 s A T AN — B
4, 7 ACL £ 750 E EHf.

TR VB R T R T INA 192.168.3.0/24 F11192.168.4.0/24, VPC FIFT M A
192.168.1.0/24 F1 192.168.2.0/24, WIARTEE T HhoCo R385 H 1) ACL N X 4% 1) 4

—NEE L T ECE S VE VPC R B PUE LS R, AR

192.
192.
192.
192.

rule 1 permit ip source 192.168.3.0 0.0.0.255 destination
rule 2 permit ip source 192.168.3.0 0.0.0.255 destination
rule 3 permit ip source 192.168.4.0 0.0.0.255 destination
rule 4 permit ip source 192.168.4.0 0.0.0.255 destination

5. FEZERJGIE VPN 2 5IERE, ALK ping 25 1EH

6.1.21 EIP 818 VPN B =< IP 15 ?
MR VPN 7] LL,
F P DAFEGIEE VPN XSS 48 8 EIP /E NI 2% TP

6.1.22 VPN BEE TR T, AfTAaEE—BETRERERKS

A REAAAEE BRCE AT R, M BL N kT HE A

168.
168.

168

168.

N =N

.0 0.0.0.255
.0 0.0.0.255
.0 0.0.0.255
.0 0.0.0.255
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1. B\ TS EZHMEEE 3, = F 58 R OO 80 2 355 17 /56 v
TR A o /5% i PR O HLON AR
2. HERAH PSR O AR E . NAT fl22 4 sk B il B To iz .
6.1.23 AihiG ZACE VPN FEESZE ACL, ANEIEHI S LEHKAE
ST RIACE ?

VPN JEF ) “ERMR A G R I, A B & B A

ACL.,

6.2 AN S5 EHIA=

6.2.1 EEATLUET VPN SCI S 17 o] ik ?
AL,

VPN SEFL 2 2 L1 VPC —F AT P 0k b (1 IDC M E8 4TI 55, R AR
53 S EE Csite to site) o
6.22 RERAILUENAMEE IR, BUBEMAEARM IDC, AFBI
VPN ScI B BX?
IV
VPN RPN T, Bz b VPC %5 P 5 o .

VPN RIS G, PSR T LS AT AR SRR 0k 55 e, LIS 2 e 5545 U7 1) 4
A B 55 AE 2 AR AN ] (7] — R 3 B 3 e ENLRAREI R, BRIZTT AT AT .

XAz L IPsec VPN S5, 15 P 006

AN VPN B LR, FFARE ST (AR5 A 2o k2 R e ot s BIPAD aT A
PN TP EE DK 1 €77 SR L N WA [ 8

ikl
o FFTEHTIE VPN LG, TEXEIMEEEMNERER, BRsmlSERET.
o FWAFTIET ping, RENMESAIZEFIRIZERR.

6.23 EEZ S THZERGSFEEW L L MERE?

VPN J& T IPsec VPN, ‘B 2&H T4 = F VPC FFH A EdE o M VPN, BiF LA
VPN NS RS a B E IO, 15X SR 45 2% AT 7E B Fh O B o5

—/> VPN W5 SRR 5E A~ EIP A1 00 9 S HEA 73815 «
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o IR MEHE 0 R — DA RS, Fra RS2 (BH 7 B #BE
ZNIGERLE R Internet: XFRFH T EHCE — A VPN &4, B VPN MRS
EIP 43 HIHc & — 4% VPN ZEF2A1 R 00 H 1 R S id s

o B MEE O RARMNAME O, FraRSes (BH/7 END @il W
AN JEZERE S Internet: X FMH LT EACE P VPN &4, B VPN WL
EIP 43 5l & —4% VPN &R AP 00 H 1R 5581

6.2.4 VPN Z# M4 VPC BEiENG?

o  WIRBHA VPC AT [F— XN, ALK VPN BiE, L VPC XS5 EHH
%,

o  WIEWEA VPC AL TANFX IR, SZFF VPN HiE, BAREEEMT.
a. NP VPC 437l 81% VPN G, R8PS VPN e VPN EHz
b. KA VPN I 1% i o 5 158 BT 77 VPN S /X 5% EIP.
c. KA VPN ERZ R a1 W E N T VPC I EX .

6.2.5 € VPN S XA 1 X4 1&E p ML =20n, el =imEHZERE L
S BT ?
e E VPN B, B HEER SO FEmel N VPN BREE R

e [KE/IPsec SRH&HC & .

o [ilE VPN HEHA AN AR A SR AR

o /N TREEALA PN EE RO MR B HACE, B AR R VPC BT B B B I
B BRI (ENGR5E TPsec SRMEIHE ),

6.2.6 Bt VPN KM =T IDC 5=im VPCHIEE, MinaalEE
R LE fit & ?
VPN SR TAE AN = B2 VPN A P s 0B B VPN W4 .
= A VPN
~ A VPN W%, B, A % K/ NAIHER VPC 215 B,
- FCEX DG, CE RS R
- [ic® VPN i&ER:, MCEMmMIEIP, Hm 1P SR 25E B .
o i EYEFOECE VPN W&

a.  BCEH P H.OAM IP, 7ESZFF IPsec VPN [ % 1 5E B IPsec Pris 1
—. MBI E.

b. AT ERH . NAT fl2 4 FIR il E .

6.2.7 EZHOKNMLES, gEREAMmNEOPASR— VPC EL
VPN FEM AR E?
Lo

110



G Xz

VPN &R S 67

e
=
=it
&

6.2.8 [F]—4 Region FI& 4 VPC RILUEIE VPN ZEiBig ?
AATLL.
% ¥ A Region [N VPC, 0] LUl X 45% 8 (VPC peering) Tl P4~ VPC.

6.2.9 AT LAE IS MRLE 75 N E B [E]— 1 Region HAA VPC?

AT A R R B 5 S AFT B[R] Region FIPHAS VPC, X252 ] % i@ [F] Region )
VPC.

6.2.10 =im B TR VPC, MM 5= TH IDC ML EIE ?

1. #iks EHPA VPC 2 B1EF— Region. WIHTE[F]— Region AJ I % &5 0K
P VPC R O S5IE& R o

2. HPMEEEF L IDC 5HA—A VPC @57 VPN E#z,
& 25 P EdiE vh 0 W& R i 1 R o = _EFEAS VPC T, VPN X2 VPC1 A
Uit DX T, 3 I AR R IR T N, A 1 X e B s
IDC ¥/,
6.2.11 =iHM ™ Region, & Region BFNFM, =& A LUGIEREN
VPN %##, fSHEBRAREFM?

AT EL,
P Region [A] A 75 G —A> VPN iE#R17], 7£ VPN IEEHE AT AR IIAE] VPN
i

XX A, SRR EAESE 4 VPN &R, BT IASER B3 v R < ik
—FE, RS E S S SRR

6.2.12 VPN F1 OBS B LA B 1Z1@ =08 ?
EINV

1. HPukA@d VPN Ui OBS M4y, 75 VPC & Sk . TEANNM
DNS F1 OBS 431 FF & PR ™ 835 17 15

2. TER PR E = 8 R DNS 1
6.2.13 B P AR B fxan{a] &% = VPN?

M R B T AR DN AR S & % 4. Windows EHLE T VPN ARS:
L2TP) k5 =1 VPN HEATX .

57 TR R B AT SCRFARUE TPsec BRI B
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6.2.14 AR E@E VPN EB T =, FZIW{IESRKIAIE= ECS?

VPN N IPsec VPN, s&ifdizn b VPC Flz TR i SRE N4 E A &) a4 2% 1 22
B4y, TIEEBEM A VPC sl HEE,

JRIR I EHFE B ) 2 b VPC VRS LA % 8 BB 19 R 45 % B f BT, Rt SSL
VPN (FAFE S SSL #:N) SR A w] /M, S8 E8E A5 R n = -
VPC %,
6.2.15 MJ3E VPN WX fiEREfE, MW= B XH [Psec g%,
AT IIEBETE# 3 7 VPN E3E?

57T VPN &R, FE S NE CHERAER IPsec S ME E AN IP, —FHEH—A
s,

AR BRI 5 mXtE, AREE A L2 =0 A e R

6.2.16 WA IEIFEE = LRI X g 812 VPN Mk ?
£ EAJE VPN W3¢, ] HIEFAT— X VPC 3 T8IZE .

HEF L RS IDC [ XA A ZE VPN NG, IXFER] DLEE R P FRAR A1 2 9 Ji %6t
VPN 1520 .

A X% 1) Z A~ VPC, W] LLEE VPN+DC 1) 77 k474138 .

6.3 ~m5EM

6.3.1 VPC. VPN Mx. VPN &EiZEzBEHLEXR?
o VPC, El= ERAEMML, [F— Region H1 ] LAEIE LA VPC, H VPC Z[AIHH
HEFE . —A4 VPC WA LRI 24 F RN B .

e VPN W, T VPC &, & VPN EZHMEAL., —4 VPC FZHEWELZA
VPN W&, &NMR] PLEJE# 2/ VPN &,

e VPN &, HT VPN Woeflz, HT&E@ VPC FMATH P EdiEh o (8HEE
Region [f] VPC) T, HIEEAS VPN EREE T —ANF s oo o .

(MR
VPN EEHEES VPN ERRI AR FRITn FRASETX, (X5RF VPC FEEENA
PEfEFL (BT Region B VPC) HIEERX, CEEA VPN EZAIEER VPN EZFIE
FRTAVEE (—MFRBER— VPN ER), tHAILIE VPN MXHEEZSRINXSEIER VPN
EREE.

6.32VPNELE T .G, ZABEBERL?
H P EE S G 56 VPN WG G, BeE 1-5 98 N RS, FRIGSLETARL
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VPN & H P fa e 6 i UL I
(] A8
VPN BtB FAING, HAERSR VPN IEEELEYHT), AFEEENHEFP MR EHITE
&, TS VPN RXAIBEEIDFE .

6.3.3 VPN ELETERR T, AftAaEHE—EBETRERERKS

A REAAAEE BRCE AR, M EL N T HEA

1. ﬁﬁwﬁmﬁﬁﬁ?ﬁ EE RS B8, = b5 P IS o R A i - X /% i
AN Y /%] i R S HON RS

2. Eﬁ%ﬁﬁ)‘j@ﬂiﬁzﬁ%bi&%ﬁ@ﬁ%ﬂa\ NAT F12 4= TRBE I B TG 1%
6.3.4 VPN <k 5 2 Wit 2 & e LR EE ?

%% VPN WLt Yh 5 747 EIP, W VPN WX SR 5 2= [R5 i 440 52 (4% 75 EIP.
R TR EIP, HAEMEE VPN KSCHT X EIP HET M40 1E

6.3.5 BL0iER VPN MLE2TLlEER, MEEFERRTLUZ?
® VPN %
B LBSMER

v 4k

v K

v E& EIP

o HLLEdSEARGE EIP, SRJESRE EIP #7700 324 EIP HEATIE 2.
W EIP OB T VPN &8, WIGIERYS.
® EIP &R AR IP KA., W5 K/NFEIEBK.
B AR RMESUIE B
X 42k
KIPAE
BT =
BT M
BGP ASN
THR B, AR/ H NZ TR T 9
Bk
CIREEIDS
v\ VPN IEFHE (L “ih 3" v “BaE/a 7 mRERED

ONEPO R RIS

A N N N N N MR
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v

v

v

v

A DME S B

KR

ARTRMESIE B

% A
BGPASN (f¥ “B&H#=" k8 “2)7 BGP” MR EIZE)
NSRY

® VPN %%

A N N N A

A MBS B

R

Ayt 1 bk

ETHEES

X 3 A

HHSELE , 35 IKE SRBSAI [Psec Hlg

L=

B AATBMEEE R

v

v
v
v

\

VPN [ 5%
M 1P
FEREAE AR, B HE I p AR QR SR AR =

AR, B ASE B BGP (W “IEEm” & B i
TR E)

R (A0 “ Rl e “ e i AR EuLED

SEMS AL, ALHRIUR N BRI H B (A “RERER L e “ SR Al
I 7 EED

6.3.6 A& FZACE VPN BRIEEIRE ACL, AAEEHIE EXTE

ST AECE ?

VPN &

ACL.

CERRRA R ORI I, AT B & B A

6.3.7 B3 VPN EZEDRIMXimFM, BREASFE, WELE?

& VPC WS EER . mR&NTME R 7izrM, SE VPN TET
WO R R, B AR B A1 0 b IR i R B B AT

114



G Xz

VPN &R S 67

e
=
=it
&

6.3.8 Console R EEMFZHN VPN 1mim & ?
e VPN AR 2 B8 F i F s E, LT E .

6.3.9 ANAT IR AR VPN ZE$5 A B X5F i X 5 0 3 it oF] 2

XT3 98 SR A S 02 PSR O, AR ST VPNGESRIN, A MIMZ &, VPC
2R AT, GUEERN VPN R ARG, 552 B 00 000 245 i o S
T PO R X SR 3 X K

S it PR TP 5t 2 B A P D2 (R A P TP, bt M 38 AN VPC T M HEERTF I .
6.3.10 f1)i# VPN E1ZRTan{a] < 4] PFS?

L PAY

IH/E VPN EHICE ZH0T, ¥ IPsec Tl PFS HIETIEL SN Disable. zERIATT
& PFS.

o I R R G
B RERINSCH] T PFS Thfg, 1A B0 B 7 T AT B A
(MR
BCEEET, BEARTIHMXN PFS BE—H, AUSSEINEENY,
ATHEBZEN, BNAFISRRKMIYFE PFS.

6.3.11 VPN ZK i X FA % i W B 250 = B BRI S ?

o &} VPN Wi B FIA M F M % E: 50
o 5} VPN EH R & X o 7 N 50

6.3.12 Bic & VPN &EiZ K umF WXt imF Wt EEEFEt A

o TR TR B, ﬁii%ﬂ%@ﬂmﬁﬁ%QEEo
~ & VPN MK E A T E: 5
- % VPN U%}S'Z%EBEE’JW”%H/\%& 50
o ARy WIANTT DAL Bz i Y, zg v - X AT DAL B A B
o HEFENCE A T IMAE VPC A B TTIA,
o A/ VPN QNP AE T SR R  T AR R, VN
FO L IR b T2 4 I B B4 I, 4028 G B 1 5 J5 P ULAE VPN e, LS
SERRAS T RS BLE S A 1 HRHERD K J& AT DE
6.3.13 Bl VPN EZFWSEIE, BN EMERRESTERERK
EE?

VPN IEHRSRIHAFAE — IR, M55 Sl HZ M 5T _E VPN EBIRAIE R AR
EHIR .
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ISR O RS (MO, SO Sema T, EH%HE VPN
IR EHN “ TR

6.3.14 B EHRIEE, MAZRIEAFE, WFLIE?
I 1) 78 Ay T T ) 3 R i) A

FEAEBOER MRS, ARG seMbr, FEE VPN EE, WERAE g iR+
DU ROk el R T IR IR, VIZVEE G A &R R M. X1
0 o i DO SR A T PRI )

T SR T T K R 5 B ZE M PR B B, 1 PR A TR R
6.3.15 VPN Mk s KX FZ K5 ?

VPN W R e K3 HF 1Gbit/s.

6.3.16 Bl VPN &E#Ran{l 1% IKE AYRRA ?

HEF IR IKEV2 HEAT RS, JLJRIEE IKEv] FIRRASAEE —E %4 XK, H IKEv2
EER P L A2, IAE VLS R, DPD HBRfACEE, SA #BIALFE [ #R{L T
IKEv1.

R R HERE TIKEV2 BEH], 12515 H] TIKEv] Bhs Sn

IKEv1 5 IKEv2 B9t 48

e IKEvl VR —ANEERIPML, HE B 1R Je A n] G s R — 2822 4 [ 1t R
FHsBE, SN B T SEILRT IPsec £ 480

e IKEvV2 WHYIREE T IKEvI 2EARTIRE, FFEEXT IKBv1 7 #2 o ok I 1) gk 4T
BIE, [ SEmESEE. SRtk et A F 2, B4 7 IKEv] %
K4, H RFC4306 BN SO A% 0 Dy RE AN BRIN 500 S 10 B /ML R E
B O R & T R [A] IPsec VPN R 4t B34 1

IKEvl ZERNZE X

e IKEvl CHFMZRGEECET 10 S ARMER, FEASHE W AES-GCM.
ChaCha20-Poly1305 477 1% 05 532, IKEv1 A ISALMP Sk E HLARFALR
it T8 1%k i PR A2 0 AT, EL X 5 A Ay P 5 e 2 1 A B A TS T B
(17 hash ar o XN A SE BEPERS IR (1 73 B PHAS T v1 A FAIE N2 (AES-
GCMD, MM T R GeAE FHPIHA € LI AES k.

o AR BBICIEP LI SOTBORTGdr (& T DOS Hiili) sk 2c#, IKEv] &%)
WPy, W Sy W N TGRSR R R MR DR R, i T ORER R
AR ARG
EFHERE DOS Xk, IKEv2 WM A £ PRI T &

® IKEvl BEB LR BHERHEAIGE BRI, AR B F Bt
IR AR, AT BAAAEE X B R ey, dn. Hhfa) AXeads.
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IKEv1 #1 IKEv2 B9X 3l

WEEEAF.

IKEv1 Vi 22 25 M 1 20 AN B, SRR B 2% 58 T HELE . IKEv]
WrE: 1 i E A2 0L IKE SA, B SRR R R A, R
Ml 6 % ISAKMP i B 52 sl i BFEEAECH] 3 2% ISAKMP 5 B e i BFasfst
M AR HE ST IKE SA [ R AR B T B A A 208 A8 e 5 B A IE— e
AT TCVE IR S R4 TKEv] WY B 2 19 Rl 2 2 57 FH R AR 4 A (1 TPsec SA,
i P AT Bk R (3 4% ISAKMP {52 58

IKEV2 Rk 7 22 2Bt 1o i A2 IKEvV2 IR R0 2 YRS Hedk 4 4630 Bk T
PASE—A~ IKE SA Fl—3%f IPsec SA, U1RZREESLM [Psec SA KT —X0f, f—
Xt SA R FRASNEIN 1 kagse, WMk 2 278 St nl LTS .

(MR

IKEvl i, FELEE 6+3, 9 MRY,; BHEERNEE 343, H6MRY. IKEV2 1E, R
FE 22, H4MRX.

IEAEARHE .

BAAZFHAIE (hss-de) (¥ IKEvl ZFF (FREZIEMER), IKEV2 AN HE.

IKEv2 3 HF EAP S iAiE. IKEv2 1 LA B AAA RS2 XTI PC. FAl
AT S IAE STCFAM 1P Hihl. IKEv] VAL IhfRE, S2ifEB) L2TP 3k
SrEC AR ik

IKE SA 58 8P R Fr 5 AN o IKE SA 58 8P BEAY IKEV2 S, IKEv]
ANHES

DPD HiBH EAELIAH.

retry-interval ZH({Y IKEv1 3(#F. RoxKIX DPD R 3CJE, a0 Sk i bt a] (8] Bg &
W IERA I N2 4R, DPD il R 1 IR RIS 5 ke, MHER
IKE SA FIFHR ) IPsec SA. B RIFEIE AR ER, PS8 Prri 27 IKE SA.

Xt ¥ IKEv2 J7 30 IPsec SA, AR EALES [R][RIFE M 1 21| 64 DLFREUE K #7520
e 7E 8 R G b AW B X i A Rk e, M X 24 Nk, MHE: IKE
SA FIAHM ) IPsec SA.

IKE SA 5 IPsec SA #BI B A1 F LRI SCREAH .

IKEv2 1] IKE SA BABIN NAEABN 1) 9/10 £ —ANFENLEL, Tl IKEV2 —BRASTELE
3 it [ P oA S B B S O O, R TKE V2 AN 75 T B CER T A )

IKEv2 #HEE TKEv1 B &

fafh T2 BB i fe, e T ReR.

BE T 24 NSRS T 2 AR, 35 7 2aetbt.

AR EAP (Extensible Authentication Protocol) 3 AiE F WKL H:, & TIA
UEJ7 A RGN H RE

EAP 2 — M LM UGE G ERVAEMY, o] 2 s KRt A, Blan 48
IO IAE T2, AT AR A —FE N, A AR S R FAER R 2H]
EAP MEC L N TR THEAMNL H,
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o IKEv2 {3 T ESP Wit M E A, v2 NS0 2 B 56 B E AR 47 e B
ook, B INEERN 5 BEPE RS B0 TR A [F] A . AES-GCM A B A& PR 52
PRI GEE I TR S v2 BIRL A LT .

6.3.17 #37 IPsec VPN EZEENK A Z BRI ?

LA FH K 7 42 ARG 3R AT AIE R VPN A SSL VPN. PPTP 8 L2TP, = IPsec
VPN i F Fidt =240 77 A AE, AR EAE VPN W22 b, 7 VPN B 52 )5 Bl
FENTIEIE, VPN WOCHT R I B NLAE AT 1B A5 B TC T A K 7 2 A

(MR

IPsec XAUTH K22 IPsec VPN B BECR, B VPN eI LGB BIAIKF
CHRAEN

BRl VPN R3FRZIT RIR.

6.3.18 VPN HE#ZEA] LANSIZRLL A 2= 2

VPN W%

AL IP (AT, A AR AT, . A5 R
e

i) VPN M IRAS . W7E VPN 5 “F25 IP” ek fisks BIP R I 2 HE47 25
E.

VPN %

CIE>8 ﬁL_%E’WK*GM BLAE VPN IERDIRES . BEREAEIR P SIS SE . B B A IR B KN
IE. BEREQR, BELRTHNE. BEERRKNE. BEELR,

Hp, BEERAIRFYIN T, BEMIEIR R AE. BERR E . %LELT—i’JH‘IL %
BRI RE, Bl B RTFE RS VPN &R, £ “HAGE” Tl dsnd F
A TUBEAT IS N FAPIAH S FE A VPN JER i A B p A =, EFrF' NQA AL
Hil37 5 N SRR E -

#E1 VPN SEB IR, W VPN e Ui skl T T AR,

6.3.19 VPN &E#EH eSS @axL?

VPN JEZHPIRE R IIRE O E2E, VPN EZAIE )5 R & 7 = B2 55 CES EHRiRE
a8, [ERIFAZHBFM P RIEEEBR, & EARFS IR LR “FH50E >
ZHEAE” A R

VPN HER A /E VPN HEd “Uafs” 5k ek 2 T 4
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6.4 VPN thiEg 5%z

6.4.1 WL & RIS =i# 1T VPN Xf#%?
=1 VPN SCERRRUE IPsec B, B A LUES LT PN 7 T AR N0 Ao 1R 4

#HRET 5 m AT
1 2T R IPsec DIREAIRAL: 15 BB 0 RFPESIRSRIGE 15 5CFF TPsec
VPN,

2. RTMGER, TR EE A [ 2 AR TP sl E 2k NAT Bt s 1
TENMIP (HI NAT 7, VPN %47 NAT MEEHE) bl

WA S Z NI Pk, MHEELETEZS W VPN B2 0145/ .
(AR
o EEFRFEETINHEE. DNARNBINEHEE. Windows EHBFHI VPN RS (0 L2TP) K
ES =M VPN BHTIHE,
e 5 VPN RSMIx NN meE:
o IREI M %A (FKEAR), WA (B5KHE), CheckPoint (FXiK).
o =RSBIBEIE: WEx, Bz, WS# (aws), HEK (Microsoft Azure),
o 4 EEIE: strongSwan,

e IPsec VBT IETF fREMNY, EFRSTRZINNE B Sa TR, BRAEEXRT
BARIIREES,
BRI RS EE R B RS FOPA K AR S AR MY

o EROTRH ETERENIASIIRFPREMSF [Psec VPN Y, (BRFEELT IWZHM: License
7 RERLENERTIRE.
BRFPNEESDOEERREREREAES S i THiA.

6.4.2 VPN thi S8 BML? BAERTA?

6-2 VPN higE#
i fig & 10 &
IKE INIFSLYE e MD5 (MHEZEMERAR, WHEAD

e SHA1 (MEEZAMERAL, HEHD
e SHA2-256 (ZRi\)

e SHA2-384

e SHA2-512

i Bk e 3DES (MHEkzZ MR, HERD
e AES-128 (ERM)
e AES-192
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ald

BCE N

&

e AES-256
* AES-256-GCM-16

DH &k

e Group | (HEVEZ MR, 1HE
AD

e Group 2 (MEVEZEMEAR, HEE
AD

e Group 5 (MEIRZEMEIR, 1R
A

e Group 14 (BRI

* Group 16

® Group 19

®  Group 20

® Group 21

o vl CHZENEAHER
o v2 (BRI

86400 (ERIN)
LZER (VN
HUEJEHE . 60-604800.

A bR iR

e [P Address
A IP HohkH KRG EF =BT R, T
THPFIRE .
e FQDN
BRI B A S AR IR JE TP Address, ID
{E 72 VPN MR AR TP,

X5 i b 1R

e [P Address

e FQDN

BRI B iR IS /& TP Address, 1D
AR 0 3 X 5% ) 22 Y TP o

IPsec

WIES %

e SHAl (MEEZEMRAL, HEAD
e MD5 (ULHIEZAMEEAL, HEMD
e SHA2-256 (ZRi\)

e SHA2-384

e SHA2-512

i AFS

e AES-128 (i)

e AES-192

e AES-256

e 3DES (MWHEIELZAMRAL, HEHD
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ald

BCE N &

* AES-256-GCM-16

PFS e DH group | (UWEIEZEME(R, 1§
fHHD

e DH group 2 (MEEZEME(R, 1§
fHAD

e DH group 5 (MLEELAMEL, iF
D

e DH group 14 (BRI

® DH group 15

* DH group 16

e DH group 19

e DH group 20

* DH group 21

¢ Disable

fEEIHMY e ESP (ERIM)

AE 1 A 3600 CERIA)
BAr. b
BBV : 30-604800.

(MR

PFS (Perfect Forward Secrecy, Sc=HIpIRLEMY) E—MLaiFtt.

IKE D AFANER, SB2MER (IPsec SA) HIZHEPRHAE—MERINE 4RI AITA
1, —BE—MERNEEHEISTTEESET IPsec VPN SRR, FIEFZEESIENS M,
IKE 2t 7 PFS (EMRIRE) IheE. /SR PFS 5, TE#{T IPsec SA Rt T—IRHY
DNAY DH 234, EFTERSTEY IPsec SA 2558, 128 T IPsec SA IR E .

AT EEL e, ATFE PFS, BARPNEIEFOMKREEHE 712088, Bfin
BERSE—H, aNSSEINEE.

IPsec SA FTH4AMAER, AR VPN IRETEESEH, =MIRBAIEZIAEE 1843200KB,
ZEBHRERINEEE, AW I5#ENT [Psec SA,

6.4.3 IPsec VPN 2B BaIEIMIFIE?
SR E L ER.

6.4.4 AN{A[ECE VPN Ximig? (HUAWEI USG6600 fig & 7~151)

DA RS SRR, 76 2 i VPN S50R1E ) VPN R BT B B, A2
2 VPN A LR
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BRIESR

FEIE H CEE b0 B 2% B BT S 1 75 2E3ET [Psec VPN BEIERCE, AN ETS
IR T A FH N 28 e, 1B B0 R as ) i 4R 3 15

A L Huawei USG6600 %1 VIOOR001C30SPC300 KA 14 [95 K 3% i E B 1 A M 5 i3k AT
LR

A EHE A O A 192.168.3.0/24 F11 192.168.4.0/24, 3Ry TPsec BEiE 1 H 14
W IP 29 1.1.1.2; VPC FHITFIN 192.168.1.0/24 F11 192.168.2.0/24 , VPC L IPsec [%iE
BT AR TP A 1.1.1.1.

1 BB kB ) i AT HC B A I
2. EEPKIERAEE .

display version

17:20:502017/03/09

Huawei Versatile Security Platform Software

Software Version: USG6600 V1I00OR001C30SPC300 (VRP (R) Software, Version 5.30)

3. % ACL.

acl number 3065 vpn-instance vpné64

rule 1 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 2 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.2.0 0.0.0.255
rule 3 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 4 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.2.0 0.0.0.255

q
4. Qg ike proposal.

ike proposal 64

dh group5
authentication-algorithm shal
integrity-algorithm hmac-sha2-256
sa duration 3600

q
5. % ike peer, 51 HZATEIEM ike proposal, HH X IP ik & 1.1.1.1,

ike peer vpnikepeer 64

pre-shared-key *****k*x (********ﬂg@iﬁﬁ)\ﬁﬁﬁ%%“%ﬁﬂj)
ike-proposal 64

undo version 2

remote-address vpn-instance vpn64 1.1.1.1

sa binding vpn-instance vpné64

a
6. BCE IPsec proposals

IPsec proposal IPsecprob64
encapsulation-mode tunnel
esp authentication-algorithm shal

q
7. FCH IPsec %%, 5| FZ AT IPsec proposal.

IPsec policy vpnIPsec64 1 isakmp
security acl 3065

pfs dh-groupb5

ike-peer vpnikepeer 64
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proposal IPsecpro64
local-address 1.1.1.2

g9
8. % IPsec SRME ML BN 745 1 £

interface GigabitEthernet0/0/2.64
IPsec policy vpnIPsec64
q

9. MKIEmE M.
E FREE 55, AT LLER = B B HUREE O i E LB T EE PR,
W EE 6-4 Fizs.

[&l6-4 ZEBMEMER

time

6.4.5 VPN % $ X X 5% 18 2 Xt 420G, ?
Sof i VPN 42 75 SE A A 0 i (0 A I TP bk, 85 A S 38 i 18 44 07 R o 14 45 AT
POEF

6.4.6 FOER VPN EEE L bEE?

VPN JERE T (4 B A S /508 S R IR e, BRI A B8 T A o1 R Rz
AR GNP

o CYINTMIRIAFEERIETN, EHIX I T W IPsec BEIEIRAS B 228 K Actives
o HEH—/ IPsec BFIENIIRE N Active, XN VPN EHEIPIRE M & Bon CidER.
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VPN &M H5/ 6 H Wi
6.4.7 AN EEC BIER VPN &Eizd, BREHFENENIHGIE = EFR?
= N IR

® VPN B % I S BRI 7 1]
o BXHAREAIHAL EBLE ACL PR

= PR

o AU TRV IP

e ACL R
(MARITY:

BTSN i RNt RIS PR E IS

6.4.8 VPN 2&B 25T DPD #&M#1& ?
2o
VPN RS2 )E 7 DPD SRIUALH], 500 F 70 Heds ot IKE 3ERE A7 IR

BN o

3 IR SIS B A P B o0 IKE S5, Bhi = B A s bR IE,  DAORFFR
Ji HFEE R

DPD WMSAS 5 AN B SR o vt [R) 2B 3R AT AC B (H A& SR b o ] AN 2 DPD #8301, A
TARUE R U PR S — 8, B B LRl (—ufEERRIE, 1 A
76, @R R B S0 MR S DPD SRIMFLE], TR = VPN RS 1 IKE

(7 A8
DPD UKL MEREE, 2SS EE.

6.4.9 !zuﬁl_l_;cééﬂiﬁuﬁ VPN A gEifa] VPC _ERIERS EEHIN,
LML LIRS

05 P A B VPN sl I BEVT 18] VPC 5B W B a7y ML, Al bLE 224
HB AT

BERE: AR MR 192.168.1.0/24 51 VPC A FM 10.1.0.0/24 T
ECS.

BB Hk:

1. QIEWRAZEH: 2480 1 e 2.
2. &M 1 WATTRFNEE deny B 192.168.1.0/24.

3. @A 2 RV 192.168.1.0/24 Vil .

4. MIBL10.1.0.0/24 # ECS ez 1, HALK BN 44 2.
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6.4.10 1224 VPN EEALE S EREEEEND?

VPN E#ZE S AR bW Shim . SFumioe, It sE%8H . IKE Vhpsikig . IPsec
P SRS . B VPN &3 AR FE LT J LR

o fERCAL TR S T, JERE ID AR, R ERT 1R ) T E
B AR R TE R, CEEH) TR IE A S EE.
° BEOWIERMIKIP, K ID AR, (HERN NN, ERFHEEE,

o (UBHCEHMTIL S, EHN ID ARAEARN, EHRE LI FEA RS,
P I VL AC TS O, W SR AN VL C R

o f[EIUhREISNE (HIWIEPILEEYD, &3 ID KAKE, M TEE MR E ST

6.4.11 =31 AWS |7, AMATILAN AWS [a1& & A7 ?
VPN &L TEUE, AWS N Response B0, FFA TR ERE, M AWS ] EC2
Mz~ BECS K mns, WAfRZ VPN &37 SA.
TEIZHE AWS [EIRSCRY, HEEME M CHPXHEE AWS ) R .

6.4.12 3H1ELRT, WAIECE DPD 587
=EIT)E DPD AL E, HAR G E -
DPD FLEfE BT
® DPD-type: 1%
e DPD idle-time: 30s
®  DPD retransmit-interval: 15s
®  DPD retry-limit: 3 X
® DPD msg: seq-hash-notify.

Wit DPD [¥) type. 2RI A]. EEAEE]RG . SEAAREIET —8, HERERC A N = 1)
DPD #RIFRSCEI AT, DPD msg #2041 — 8.

6.4.13 A&t Br AIE T AW R VPN X H) IKE E—MEREIEREA
BRR?
L &M AM IP &G, #EFFE A ping fiv4, VPN ¢ EIP 44 7] DL
ping JH.
2. = FMEE VPN W2CHLLH D7 UDP 500, 4500 #3C.
Z AR IP il VPN W2 TP I, A KA 1 NAT #edfe, aRAFAE NAT %
%, 3 5 7E nat 85 AR R A BUE
4. W) IKE Wi 80 E — 2.
NAT 7l 54, =1 ID FriR Mg # IP, P {509 NAT H s i)~ 1P,
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6.4.14 A HRH NI TEULR] VPN FREIEIE B /E AFRR?

L WERZH B R EAR A S R LS. NAT R i S
-8

- BRHEE. KU s BT ESEIEANBRE .

- BRI TR T MU & BT R

- NAT 5l = N3PV = B AEGE nat.

- EOGERAR. BRI E HONEAR, A IKE v2 BT B RO R RAN R Mk
X R

- WEER: WEEREE S LT3, FElVER PFS AL E .

2. Wh—. ZHBEBCIERE, BREs LR, BUT AT RS T
WX 7 18] z5 = ) ICMP B3 o

6.4.15 VPN Y DH group 3R EILEAF IR %/ ?

Diffie-Hellman(DH) 41 & & 915 el R vh 6 B0 S 5 5 . il S %4, {H
i EERA R Ta] SR S

VPN {5 FH () DH group 87 LR W13 6-3 s

£26-3 DH group XJRzEL43F{L

DH group Modulus

1 768 bits

2 1024 bits

5 1536 bits
14 2048 bits
15 3072 bits
16 4096 bits
19 ecp256 bits
20 ecp384 bits
21 ecp521 bits

(MERY:

LAN DH E;25% £ X G, AHEFER: DH group 1. DH group 2. DH group 5,
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6.5.1 VPN B &

TR T, ATAER—BELTRERRTS

A REAAES BRCE AR, ML R T AT A

1.

2.

AP I B L = 2 R (5 B — B0 = L5 TP s oo B A 35 DX /o4 S
T AR I S0 S Y 5K OB

AV I HhoL e s OB R . NAT A2 4 SRS IE B 0 1R

6.5.2 ZAfAIRH 1E VPN EEH I ETE R 2

VPN JERAE LW R A R b AR RSO0, Al D RO 25 1F 4 IPsec SA 4
i Ji ST EKs IR VPN AR i sl i 20GB,  H S — AN I B I

K2 BB P TS DR D P i P LA S R R R B IR S 3 S B R
R -

TR DAL R v B R LA

P ACL ASUGHL

SA A A FAANUL I s

FH P £ 4 Hh o0 A fid B DPD;
VPN AR R e T IEE B
& E M)

PRIHTEERC & VPN I T (R AE A E,  DLBEHTE RS IR -

P i P - P TG B BB AR

SA A dr FIAGE B —2

F P s s ST DPD BCE, SRR B DT 3 1Kk;

HER R S S B I [ PR

B P o0 13 # TCP MAX-MSS 24 1300;

B DR P 8 b G R 11 5 AT B VPN A A

N VPN S rI 3 P s il R DR, IF S F P s O R A& 1) 2 B P R

6.5.3 {E & IPsec VPN FEIZEF W fFANAMRER R S ?

1.

R TCVE IR E Al R Wi, TE R EE IPsec P AW IP B, WA~ A M IP B
Ping %ilF. VPN P3¢ IP BRiA B8 ICMP 3.

WER AW IEH, THE RS LS B ORI, B SHTV5 W 2= M58 TP it
R A P S LR

WIRTZ B O O BRA LR, 2R IPsec BEIE P im A I A& 20—k PSK, =¥ fih
R

T T R R P R ARG, T A P i T T P R SRS R T — B B TS
NEB GRHEL. TRIMEED .
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&

5. GERPRE REEAUBOLEB AL B TG IR, TE RS S T VPN &, o uniE g
BoRON CORERE” 5, B MU VPN IER, T HEER A .
6. WHARSATIEA R AR, 1EHAT PL T #1E:
a. 0% VPN ZEEM IR HNE . PSK. AU 7M. XU e, %7 .
b, fERHIVEMCHTE—5ER, AR RIE. PSK. Auf1 W14 5 JFERAH [,
X} it [ S AR 5% iy - X AR TR S
c. TEFTGIEZERERING, MIBREZERE, 25 A8 SOHT 8 52 X v N 5CF0 X v
F W S SRR — 2.
d.  BGERE ik A B .

6.5.4 VPN x5 35 21ARENBT B 45209 ?

VPN 75 % BRIE PR Hl) (1) . VPC J7 [m] ) 9, S8 VPN )y vl ok FRAUE i, 2
PR 28R, B4 T Tk e . B B VPN EZE % (k03] VPN Y

PRI -
PIUEAE I VPN 7 56 Ik 2 ERRIN, X VPN W sEEAT I 2
AR

VPN B A/ 1Gbit/s,

6.5.5 IPsec VPN = &< BEhiENIEIE?
TR E s ER .

6.5.6 B Region | H) VPN FZKSIEE, AfTATEE ping BXf

it ECS?
ZAEABAINTAT 77 A b 1, N 1) 75 B B SEBR 7 BRI T RO, #iA
2K ping & 3CI BCS 244047 7 A7 W) ICMP.

6.5.7 IDC 5 =imxi#%, VPN EZEIEE, FMENSEIEERIFD?
HERRE IR, WA RS 8, HEmia T

o I IEHE 0 A i R TS A DGR A IB Bk AR ) VPN H 4%
® VPN &AL EIAT T W IE 88 5.

e IDC T MV in) 2 v B A i NAT.

o HHLRFMIAM TP (5 IP) (8] Vj ] A T .

6.5.8 IEFE{ER VPN I T i&EFZD R, R AASLHE, anfaTHE
&2
XIEH & BT 5 P Ao w2 e B ) ACL ANV BC i 1% i) o

L ESeiAPEm VPN ERZR) T ME R GRCE 2, #iRamA M ACL S5H
MECHE .0 ACL Be & TSR
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2. P NEEE O BB R B HERFE AT /AR  fkg 2, 3 S A I 2
K G A, B address object 23X, address object AAEAREEI, & 5 51 HEAEA 1
i

6.5.9 IEZEFA VPN LI Ti&EEH K, $87x DPD #BAt, nfafHiE?

H I DPD B EﬁLTﬁ*LﬁmlﬁWi W2 5 e ok, 7E SA Ak J5 K% DPD K452
X i M J 1 A S 422

FBRTT I
Lo IR s vh 8% 1K) DPD BC &, I S PR H0s s 250w fid A R e e 5

2. FEWIKI NI B Ping shell BIAS, 1 mT 7 FH 7 UK 0o i T IR 5635 4 -
e B RIS 24, 41 NQA.

6.5.10 8l VPN E#ERFRWFZE @, BN EHEERSERETREK

EE?

7

B G A VPN SSRGS R € MIEIR, R IEHIR.
R HEE T O OEE (RS R SRR, W VPN &R O 5 5L

6.5.11 VPN E#ZEF S @MHxKL?

VPN BRI R T 2k, VPN JE B 5 B £ ) 7 g5 RS CES EAbiRAS
fE B, (RIS E R PR S EEA, RS SR S >
TR QIR

VPN MEHERAETE VPN e “ Ui sl R .

6.5.12 AN RR VPN EFE T A& N EIE o)/

1. BREHG, AN VPN ER > IA-VPN &8 T .

2. fE VPN ZE#AIFRF, BdiHbr VPN ER “8E” 51 “BUCORKREE” , 85
% VPN 40 N Y IKE S5HE A [Psec FB& 15 .

3. f# = b VPN ZERETH) IKE SIS A IPsec S i B i s XA N 25 Bk 2 35 S
Ui e B — 2.
R E BB IKE SA &, 2 Bt IPsec SA REEL, H WIEHN IPsec 5
W% 55 B0 A 0 I8 B 1 P AN — 3

4. ¥t ACL £ EHCE IEM.
BB A8 R B8 0 7 RN 192.168.3.0/24 AT 192.168.4.0/24, VPC RHIT MM

192.168.1.0/24 F1 192.168.2.0/24, WARLEEHE A .00 BRI H1 (1) ACL REXF /R 1B
— AR RO TN E RRYF VPC R B EEAS K, an R

rule 1 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 2 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.2.0 0.0.0.255
rule 3 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 4 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.2.0 0.0.0.255

5. FEZMJAIE VPN ZEER, ALK ping 25 1EH
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6.5.13 VPN Z 3 FEEBIRP O /I M T EiG o8 M =4 ?

FA R 22 R HBRINA FRATATIE T ], T B 22 A 22 15 10 B Fo Vst i )
P b1k 175 1)

6.5.14 At 24 VPN Bl 2R INEIRTERRARERR?
VPN ERA A —SEAEIR, VSRR AL 2 4 B R VPN R

6.5.15 VPN =& /B 51T DPD & M#N&l ?

e

VPN 55BN IR 1 DPD SR, TR0 AT O #ede vty IKE BERE AAAE R

3 PRI RIS B P s b o0 IKE 52, Ui = 2 I BR A b, PAORFERL
Ji BB IER D .

DPD HiMSUA 5 Ff AN EE RO it R P HEAT IS (fE /2 R0 3 AT LR % DPD 831D, A
TOREP R OOT BB TEARGS — 2, @ LRI REE (—ImfrEREIE, 11 51— AN
1), @ RIS PS¢ DPD SR, TR =M VPN A% 1 IKE
WE.

(1 %88
DPD RUKKELMBRIEE, F2SBUSFEE.

DPD AJLAREYAIIRSTT IKE #HERE, FEIEERERNDSRAFSBERS. MR
Be, SERAFPREN, TUEMRANEHEYEE.

6.6 2> Wbk
6.6.1 VPN [ <Ml Bk /5 22 Bttt 2 745 A LAGRER ?

¥ VPN WO B405E 1 4% 55 EIP, N VPN WIS 5 2[5 4 I 45 5E (1) 4% 75 EIP.
R FE AL BIP, iEEMEE VPN ICHT A EIP 3H47 R4 14k .

6.6.2 EIP gE4E VPN HIRI % 1P 5 ?
1Y
F AT PAZE B VPN MG 485E EIP /M 56 1P,
6.6.3 iB1d VPN Eiﬁﬁ’\JIM% WL EIP M ?
iR AR L@ VPN Vi) 2 B ECS, il ECS AR 23K EIP.
R ECS Z i)~ W PR RS, & E K EIP.
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6.6.4 A4 FHFFiEB VPN |5, =im ECSSBAM IP BifalE 87

nJRER K. 7E VPN X #2207, ECS ©&48%E 1 EIP. &35 ~, M 7@ VPN,
AT 38 I A W HhE B 225 9] 1% ECS.

W ECS EHLA 0V VPN W FEMNLVTA, w78 5ERL VPN X2 55K ECS [ EIP fi#45.

6.6.5 A P IERE ORI X B R B B ERI AR 1P AT ARG ?
ALl

R B vh o 5 =547 VPN XEEIS, SR A I SE T VPN WS HERS SCRFIRETE TP 2
NBEFT, Xt W O BE % st ) AE A AR TP 2

(7 %Ag
VPN WX EEHEERE IP AL, BRI aRERXKEE.

6.7 IEIXE

6.7.1 TN IBHE VPN ZE 355 A B9 ek i X S5 0 3 iy - PX) 2

X 3 X SR MR S R S AR R O, FERESL VPN BRI, MM A, VPC
PR LR AT /Y, B VPN PISRHUE AL, 5 22 X T 0190 28 )t A2 X i
TR, 8 19X S Al A o i R K

S v R I TP 52 FH N R SR A TP, Xof i 35 FE B AN VPC M B BE I F I .
6.7.2 Console R EEMEARI VPN mimE& e ?
ZIfE VPN EAER 2 B3 N RBAZ MRS E, L Fahlic &

6.7.3 ECS EWZMF R EEZERMEELR TMEAIERE?

o WEEFGHTENESL FMEE T VPN, AR,

o RFSERAEEM R 5L TS T VPN, FREISINELL T B
K (S iR i b S

6.7.4 ft 42 NQA

ft 272 NQA

W 2% i #7041 (Network Quality Analysis, NQAD & — s (1P 45 PE eI AN G i+
AR, RTBAG W RZR [E) X2 3342 BAREREIRIR AT ST NQA RENS SLif ALK
LRSS IR, AR 2% AR R BRI AT A O A B2 B A E A

131



O x#c
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AT AFEZENQA

bEE 12 S I 55 TR, H P FEE 7% QoS (Quality of Service) [FAH I E 3K
KOS, FRARIEAEG N 1P W4 R EE B AL %G, B ERS% 7 22857 SLA
(Service Level Agreement) J{ N1 i 42 o

N T AL P A BRI TR IR R TR, 12E T BRI E . BlEh. EA
FREMRMNR IS, VUSRS TR IPEREIR DL, &SRR Z 1 Be A ik (n
Ping. Tracert %) CL&AREIH 2 FH Xk 55 2 FE P AN IR SEiT YRR EER . NQA W] DASE
PR 28 B AT IR G HERR I, A AT . NQA FI LRI 28 11847 11 2 Fpipil
IVERE, f874%12 75 7 RE IS SEIN SRAR B & P N 28 14T FR bR, Blan: HTTP (LI AE
TCP #HZI4E . DNS MENTINE . SCAAL4IE S . FTP 4L 4. DNS f#HTH R F5E .
I IR LR bR TR, RIS E R ] DO SRS R S 1 2 IR S [RIR
NQA 72 M 2 #i bz 12 W fi e 2 A 2 C A

FSERE S NQA BxEf

AR AR B R B R, i RAEAHL EE R R AR TR, RSB A= A Bl
MIP B S MIER, T EMSEE AN, XA RIE RN AT R U, W]
RE I8 B I TRV DIl 55 7 B o

fil P A S i A CAE VPN OERS, D 7 LA B, 76 ZEAE A NQA KA Nl
FAS S TR IV BERG, BAOR VPN EREAREE. (ERE NQA I 75 B TR o 190 5 e 46 52
Ff ICMP ZhRg, Ho i O tht S ik o¢ B IERRCE, 07T fe T S0 A

6.8 VPN FMiz &

6.8.1 it & VPN &EZE A im T3 in T+ EEEE A7

o IR MRS, BRI H S R ENE AT R A A
~ & VPN MG & A HF N = 50.
— B VPN EFE R E B i F AN 50,

o R WA ] DL B iz v 1,z i R DAL A AR B Y

o HEFFACE KA T MAE VPC WA B IA,

o [A—A VPN M RLBIEMLIER: HIXHAIERN S FMAER SRR, EU
B H 25 A T A SR B i, IR B E R A58 5 I ILAC VPN %8, H5
BEPRRE TR RIS AN RE f2 RS K AT VT DD o

6.8.2 VPN ZK i P FA 35 i —F P A 25 = 45 PR 1| 1L 2
o  £F VPN WL & A T ME&E: 50
o & VPN & FrC B 15 i T AN 50
6.8.3 Bl VPN EZFLRIMim M, IBIRRGEFE, WAig?

K& VPC WR SN EIER. nR&N T M 7izrM, SE VPN TAT
PO R R, B AR B A1 0 b MR i = B BT
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6.8.4 VPN R MilBR /5 22 Pt it 2 25 AT AR EER ?

Y75 VPN WSS 485 7 ¥ 7 EIP, T VPN WSS 5 2= [F) 25 I 5 46 22 i) 4 75 EIP.
MR FEALEE EIP, EEMIE VPN ICHET N EIP HEAT ARG AE .

6.8.5 VPN X VPC B £& ik anqar A% 2

o b VPCHMEBONIZ U 2 N EHIE BN REM R, HA RV FEBE S KR,

o NBHRAI LIRS HREPRSE, RN 2 8 R A 127.0.0.0/8
169.254.0.0/16+ 224.0.0.0/3+ 100.64.0.0/10 [FJ® % .

6.8.6 813 VPN M x<Bt IP 2 4 BEcry ?

) VPN WG TP /& —ZHIR s R bk 2H, $RATTE T VPN AR & .

EF P 1% VPN G, R SRS —A TP Mol Al VPC #E4740 5%, HiXA TP i
et HEedseE 1 > VPC.

[Rh VPN [ 5% IP fA7E TRE $dE, 7E6)E VPN Wi thASGER & TP Hudik. S
VPN WA B IP Huht 5 VPC FI4FE R FR; EH I VPN MR KRG & EHFFEAL
YRS TP Hbdik o

6.9 VPN B34 #0575

6.9.1 KiZFACE VPN BTEEIZE ACL, AMEFEHIE LR AZ
PORA: o[ o=

VPN ERLH) M P SRR I, A BRI 6 B A
ACL.

6.9.2 FNATAC & FiE 4 = & VPN BB ER5m ?

T AL i A i 1 X Sz v T full-mesh A2 p%,  BlnASG 7 NAG 2 4, 2HINA E
B, @i MA 34, 20N C. DALE, AR ACL K rule ﬁuT

rule 1 permit ip source A destination C
rule 2 permit ip source A destination D
rule 3 permit ip source A destination E
rule 4 permit ip source B destination C
rule 5 permit ip source B destination D

rule 6 permit ip source B destination E

TR PR ) 5 S THIAS C50A ity PR RO g - I 2 | B B 3T B S, BB T = 1
1] ACL fit & .
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6.10 VPN 1

EFRIRIE

6.10.1 ZAfATBA 1E VPN & I A ki

6.11 Y545
6.11.1 VPN

VPN JEEAEIEH (IR h AP GO, bR SR A2 PHAT TPsec SA 102E
iy JA SRR BT VPN AR i Sl s 20GB,  H AT — AN id B I

K2 B3 v W TS IR A 9 i () T B A S R R I, B0 I S 5 B EE Tl s R
IERCHT

LR T T S AL A

® i) ACL AULHL.

o  SA Ay A HIAILAL

o /M .0 R ECE DPD.

e VPN{EHEIBEP N THERSR.

o IZEMMEIE.

B ERC S VPN I ORERAEFIICE, DU T BRI

o Wi MACE HoNEAR .

o SAEMmANERE

o P EE G RS TT IS DPD BCE L ERIIRECR T 3 K

o EHHIREPBELSEFMFESEL.

o EM P MEHE T L& TCP MAX-MSS 5 1300,

o TR B 0 Y A RS B B T VPN A

o ik VPN BN g M ik R U, AR F P R O & B E S R A E

el DV el Tk

VPN W%

Tuvrn%mm AEE, AEANMIE. AT, B H R A R
T R

i) VPN SR EORAS, 57 VPN e “W6 IP” i s EIP EEE‘J HEAT

o

VPN &$#

MDA EER AIRGSE R, B VPN IERUIRES . BREGEIR TSI SE . KA IR e K
WE. BEREQR. BELIRFYNGE . BREERR KN E. BIEERR,

Horpr, BERRALIR-PINAE . BEBRALIR KNI IE . BEBR B AR, BRI SE, 5
EAE R A KIS SE . I8 AR TS VPN &R, 18 “HAEE” A i 5
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R A IUHEAT AN AL FE AR VPN IEFAL T i it e, HIT 8 NQA FrliiL
M5 T SCRFCE

AW VPN IERZIFOIRAS, 167 VPN 4 “lifs” Jldh g = 78R

6.11.2 VPN & R e S1B sk ?

VPN BRI RE T L2, VPN MERE AR B 22 & IS HE RS CES LR
R (IR & B PR SO, R SR Pk I >
ZlsHE IR,

VPN FEBERAS T 2E VPN M “ Wi B e = 4T A

6.11.3 VPN I1ZRENREE BB RERIRE?
VPN K s 4525 T VPN MG, T8 E % VPN M7 R E . 9545
R, TEEE MR SRR R S .
6.11.4 & VPN Iz R7FEHT, AILAAEEEEEEME?
CIRY
P ATRAME “ = Wi MREs” @i Fe & A B ), SEIl VPN e #2455 0 120

6.12 T 55 5 MR

6.12.1 ZR{aTR VPN 3R =R F 5 ?

R¥MAIA 5 VPN 8 D408, 78 VPN uﬁiﬁm VPC [HA 5 W R 7375 61 22
ECS, FH#PAS VPC 28] ECS FHEBEWE ping BAIEH T, Mk VPN KRR E I .

2 P IAER) VPN WS 558 200Mbit/s B, JRRBHLI T .

1. HAXHu ECS ## F Windows R4, MRXHEZ AL 180Mbit/s, f#H iperf3 Al
filezilla (& —3K SR fip M SCRARH THD MK 2l 56 25K

(%88
EF TCP A9 FTP WX ERERIESINE], 180Mbit's AT EEE, B IPsec MUSIEANETHY 1P 3L,
At 10% A ARNERIREEME TR IEETNR.
i H iperf3 & 7 iy MR 25 LA B an & 6-5 Fraw o
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VPN ZE#H P8 6 ‘i IR

[El6-5 200M T e % P iperf3 MIREE R

2 c 18.1.8.188
g 14.1.8.188,

41 local 19 A.75% port = il to 16.1.A.1868 poet 5261
ID] Interwal

41 a.

11
41
41
41
41
11
41
41

R - T, IR
TR

L ID] Interwval 2
[ 41 A.@8-1A8.81 sec 2 ytes = sender
[ 41 A.88-18_81 sec 21° ple: 83 : receiver

iperf Done.

5 F iperf3 k45 75 i il 25 SR A W 6-6 Fis.

[El6-6 200M 5 FEAR S5 iperf3 A ZER

2. H XU ECS ## F Centos7 &4t, MAAIEZ WA 180M, {HH iperf3 i &
3. JR%-#%un ECS f# [ Centos7 241, &/ i Windows &4t, MHHEE XA 20M
fA, HH iperf3 Al filezilla IARIH AN GETH L 77 v ZoR .
JR A {ET Windows A1 Linux %} TCP JSEIIA—EL, SEEEZ . A GG ECS
ERAN R RS, ol 2w 56 BoK .
fFH iperf3 MR 25 R WA 6-7 Aiw.
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e
=
ai
&

[El6-7 B AxTimAYI ECS REAERT iperf3 MIXLER

A.1-8.182 -1 1 -w IH
19.1.8.182,
6 connected to 1H8.1.8.182 port H2B1

ID] Interval
41 a.88-1 .80
41 1.88-2.88

2.88-3 .00

1.88-4.88

4.8080-5 .88

5.00-6 .88

6.08-7.08

7.880-8.88

H.a0-% .88

?.08-1@4.88 s

Interval & ']
B.08-18.80 sec - utes .t i : sender
H.08-18.88 sec -2 ytes J. i C receiver

iperf Done.

FH TSR] VPN X 2GR W O ) BEAR TRk B8 77, BIZ VPN ST BT VPN &R 1T
M. ERW SR, BT EVRE R RS, gﬁm%QIMﬁL%ﬁﬁi
A BEFE 0 F B R S 98 . X Rl T ECS FOL B Bk R &, Eil ECS MR 32
FF 2G LA/ 58

Wik g ZEWRAGR, MRS HRERER, EAENFmENLRM
FRBERS, HFAMFEXEREER.

6.12.2 VPN BIH B2 RIE, ZREIMANAEN®E, BB

2

= ERIVP A KT VPN RSGHT G248 (A2 = 5 A, RN OR T 38 S N 2 5 TR AN RGOk
IR AR FR I o N 25777 ) R HE 8 SR T B 4 g AR 0

o LN RIS HA FE<=10Mbit, WA =77 M4 —BRE N 10Mbit.
o WP SLRH BE>10Mbit, T Z 5 [ 5 0 SE Ry 58—,

ety Se vt ol BB E PR gt — 0 0 LA Mbit,  $RERTE R BEE HA GByte.

6.12.3 VPN %5 35 2L RE AT B 45200 ?

VPN 77 56 FRIEBRH T H VPC J7 1A 3 56, GnsR A& VPN a1 e 8t FRAE I, & H
PR, T RIE T i . B2 B VPN ZEH % (R3] VPN 11
PRI 6

PRLHEAE B VPN 17 58 A S ERRI, B VPN S SEE AT 4
(AR

VPN BIHEEERAA 1000(Mbit/s),

6.12.4 {2287 VPN H IR/, AFLMNZEEN?

VPN i A B — 2R, RIEWIR.
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B B 5 70 B n PR T 98
(MR
B8 VPN HBAN, A2SERAF SIS,

6.12.5 0{aNiEIENY SE VPN 35K /)N ?
W SZ VPN B, B o KNG B LU RN &
° WN%L¢$uﬁmmﬁﬁ%?g<%%m% ERE, BiEREERINE).

o  HEWImMH O, & s/ NI
6.13 FL &R
6.13.1 % RGBT 42
ftoa 2Bz ?

NBIEBER I, T EIRE T & MRS SIRAIECH, 0T ) SR AR A A R TR
il R Z AT IR L DGR TN, 2R .

PR 2 B BC AR ) ik T A (T 7R 2, S PT DL B K E A

RiRE

VPN F BRI EE VPN . VPN ZEHE R w2, X6k I 55 R 2 8 1) it e AR B
H5%% Region fAAEZE 5, 15 LSRR & IR itk

EHERHRECH?
L BRI G

2. whmIEmssla L bam Y, EEKEATE .

3. $$ﬁﬁﬁi%%“&%%@”@ﬁmno
RGN IS5 RO U .

4. TERTUME “IRSSBCET” DU, A % I BT A FO A A A I 10 o
W AR TR A BE T 2 ML 55 EOR, TSRS AL, HIE YT KA

6.13.2 Bll& VPN M XFEENGHREE 2% ?

FFANFH P A8 AT B 50 A VPN ISEFT 100 AN RH IR OC; 4> VPN W e Bi4s a] 1) g
100 NiEREAH . Hd, VPN RIANE EIP X 4% 2% o i E— AN AR 1P 5 1A
VPN EFZHRCET; VPN XA IR BIP X422 31 X6k ity X S R AS [R] 24 P TP B 22 A% i )
1M TP (5 H 2 A~ VPN &R BLA
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6.14 SR

6.14.1 #37 IPsec VPN E1ZEENK A ZFNZZR50L ?

LS K 7 42 ARG 3R AT AE R VPN A SSL VPN. PPTP 8 L2TP, =] IPsec
VPN i F fiidt =2 2540 77 AT A, fﬁmﬁfwwﬂfi 7E VPN 1375 5 il J B
FEALIEIE, VPN MR I ENUE AT 85 I T /R K 7 42 f1 R
(MERIY: |
IPsec XAUTH AR IPsec VPN F9IT B, BFE VPN hEZ 2 el L84 IE NP,
BINZL,
E&l VPN RSZHERZ ERA,

6.14.2 §)}£ VPN B RG IR THNIRA B, an{aJibig?

o  INMEMIKS NTIKS.
o  TfRETKSER “VPC Administrator”s “Tenant Guest”. “ VPN Administrator” iX
=M IRGAE] BUR.

MR K@ VPC BAERR, WM EKRSESR — G0 ANERS JAM) &R
K5 AT AL
6.14.3 I EBEFR K S 2 E AR B ;% 0)iE VPN 19 ?

o EIKSOIEM VPN MKCFER:, TIKSAn I
o I VPN WOCBUEZM R KRG K.

K-S B1 2 VPN SEE I AR VE L VPN EREH 48R > RURE L,

e
=
=it
&

6.15 281y VPN

6.15.1 = aa&iE)

6.15.1.1 IPsec VPN & A iE#z s B 20 X 25 1 F W Le 2
VPN &I fUB) S M2, SEIPR AU TR A FA Y 1T, ASRe T8 i 200 1) I 2%
o EHMMY R
~ ANJAl region Z [H )% VPN, SZHLE region [f] VPC [B] 4% H 15
- 5K VPN, W58 E 1) VPC 8] W 4% H 1
- Z5%/IDC HUEITIE VPN, SZiZk [ VPC 54 i) IDC W% H.ijj
~ 454y SNAT SEHUE =i 5 & 1P
o @M S
- HHIF region P VPC ANAT LA VPN, HHEFE S FH X S5 34T 8
- AR 5% KL PPPoOE 45 M 4% 37 VPN iEH2
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VPN &8 A ) fer 6 IR @t

- KU 4G/5G #h % 5r VPN 38
— A 5A A E ST VPN B
6.15.1.2 ft 42 VPC. VPN M3%., VPN %iE?

VPC: EIAE =REE LEEN. AN EIRES, a5 %
(VPN) IR%, Z&Vi s FEIMMNS NI ENL (ECS).

VPN W2%: REMFAH = LA DRSS, HId VPN RS AT @57 AL 2= Al
b s v BB X VPC 2 JH] #2242 W] SE RN 2 815

VPN i&E#z: & —FhFET Internet ff) IPsec INoEHAR, FEBIH P LM VPN KX SCHITH
JEE s IR SZE it P S 2 (A R 22 4. R SE RN 25 A .

= ST VPN 2850 A LR AN 5 18
1. G VPN M3%: 68 VPN WSCHERE T VPN LECIK A VPC, [FIR 6 @i 245 7

FORSE TP
2. VPN iE#z: g VPN ERAEM T 5% PR ¢ TP WA 5 SRR A5
=]

o

6.15.1.3 VPC. VPN W%, VPN E#EzZ BBHALXER?
o VPC, ElZ= FRAEMML, [A— Region F1 7] LAEIE £ A VPC, H VPC 2 [AjtH
HRGE . —A VPC T LIS A TR EL .

e VPN WX, 3T VPC €&, & VPN EEREANLA. = — VPC {XREI L —A>
VPN 5%, HEANMIICH] LB Z A VPN 8.

e VPN &EH#:, T VPN WG, HTi&E@E VPC FMAIR P &dEho (e
Region [f] VPC) T/, EIFE/ VPN JEB4EE T — AN P K0 o0l R 5
(1 i%88
VPN B S VPN AR FRNTS FROSE X, (VSR VPC EEEENR
PRty (B{EE Region 1 VPC) HISEEX, TN VPN LEEAUSERD VPN EEFI%E
hETRAOME (—NERERI— VPN &), thILE VPN RXhEE SaiME D o2 VPN
R,
6.15.1.4 an{rIERHE VPN 3ZE$3 7 B 1 i ) o< Rz i ) 2

328 ity PO SR A8 Sy X AN AEDRS O ME R, FEESL VPN I, MMk, VPC M
2R T R, QIR VPN W SCER R AR B O¢, 15 22 0f F2 1) FH P 00 08 5% gt e 3
W, P O A S 0 3 X 5

STESRIA S TP st F A IR 5 (6 A 90 TP, 372 38 - 5 5 35 VPC 7P LG P T
6.15.1.5 VPN ¥ VPC g9/ 2& ik anfay & %1 2

o =L VPC HIMEBANZ ' 2 T HIEEBOANBE PP R, HA VAR S KR

o AL RS kb g, R O o 2% 8RB e s 127.0.0.0/8
169.254.0.0/16+ 224.0.0.0/3+ 100.64.0.0/10 [FJ®E% .

140



O x#c

VPN &8 A ) fer 6 %

e
=
ai
&

6.15.1.6 IPsec VPN 2E < BEshi#{THE?

IPsec VPN HJ W F SR IR B AN, R R E )R, R = B I oo
[EIBA L i, MA@ VPN BEIE.

PRIEAESE R VPN BC B, VPN LA T down IRZS, Uiy, M AT BAEA ping filk

(10 3588
ping BAYEBHEUFFEELNTF VPN (RIPASSEEA.
6.15.1.7 VPN i S AEML ? ZKINERTA?

#6-4 VPN g5
i fig & 10 &
IKE NI RS o MD5 (ME kL EVERAR, HEMD

e SHA1 (MEEZAMRAL, HEAD
e SHA2-256 (ZRi\)

e SHA2-384

e SHA2-512

g Sk e 3DES (MAEELZAMRAL, WHEHD
e AES-256

e AES-192

e AES-128 (BRI

DH &% e Group 5 (MWEIEZAEMER, 1HH
AD

e Group2 (WEEZAEMER, 1HH
AD

® Group 14 (ERIM)

e Group 1 (MERZEMEIR, 1EHIH
A

® Group 15

* Group 16

® Group 19

®  Group 20

* Group 21

L]
BB X1 NS5 Group 14, Group 2, Group
Se

WA o vl CHZERNEAHEL)
o v2 (B
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VPN &8 A ) fer

ald

BCE N

&

A= i 4 4

86400 (ERIN)
$"Tﬁ’ *I/[\o
HUEVEE: 60-604800.

IPsec

UNTIRCACS

e SHA1 (MEEZAMRAL, HEAD
e MDS5 (MLHEIEZAMRL, WHEHD
e SHA2-256 (ZRi\)

e SHA2-384

e SHA2-512

e Bk

e AES-128 (ERi)

e AES-192

e AES-256

e 3DES (MHEEZAVRAL, WEEAD

PFS

e DH group 5 (UWEEZEME(R, 1§
fHAD
e DH group 2 (MEEZEME(R, 1§
D
e DH group 14 (ERIA)
e DH group | (MLEELAMEEL, iF
THAD
® DH group 15
* DH group 16
e DH group 19
e DH group 20
* DH group 21
¢ Disable
L]
B3 X8R5z #% DH group 14, DH group 2,
DH group 5,

et tiiX

e ESP (ERiM)
e AH
e AH-ESP

3600 CERIAD
AT b
HUE G R 480-604800 .
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(MRS

e PFS (Perfect Forward Secrecy, TTENRIFAZEMNE) B—FLiF .

IKE IR ARAMER, SBMER (IPsec SA) RYERENRHE—MNEBRINEEMBIZRITE
1, —BE—MERNEHHEEATEESE IPsec VPN ZEURIC, MIEFESASENZ M,
IKE f2t7 PFS (REMRIRE) Ihee, SR PFS f5, FEBHT IPsec SA tHESRI I T—IRH
INAY DH 323k, EHTAERGHTAY [Psec SA B4, 1BE T IPsec SA &ett.

ATIERREN, ZEOAFTS PFS, SR ERERFMEE OMRIREAETET
ZI0eE, BNESENEEY.

FRFFELINEERRER, FEMERRECE .

IPsec SA FREMAER, 2 VPN IRSTEESE, =MIRBIIERIAEE 1843200KB,
ZBHARINESE, FARMIXNI5EIL [Psec SA,

6.15.1.8 L& Z I LA S =i#1T VPN 4% ?
VPN HERRIE Psec TS, /2 AT LS LA R33N J7 A T = D008 0 P 4 45

5w AT R
1 BRARES A Psec TIREANIRAL: 11 &l e & IRFIE SR SR 15 32 KF IPsec
VPN,

2. RTHMESH, ZORAMEEE b 0A BE R AR TP 8 40 NAT B s [

E

S TP (P NAT %k, VPN %4475 NAT MR Ei3E) bl

(MARIY:

EERERTIRME. MANBIILRIREE. Windows FHETH VPN RS (31 L2TP) K
ES A VPN #HTRHE,

5 VPN RS g ydiEist maiE:

R B (XIE/AR), WA (B5KEE), CheckPoint (BEXIE).

=IRET meE: WEx, Billx, WE# (aws), &K (Microsoft Azure),

R REIE strongSwan,

IPsec HMY BT IETF RN, EMCHRZIMYE B SmH TR, BRAREXRTE
BARIIREES.

BRI RS EE R B R FOD K AR SRR MY

BRI TR RS IR PR EFRST IPsec VPN i, BEFTELTIWLAXH License
7 BERGEIRRINRE.

BRFNEESDOEERRERERAES S /i THiA.

6.15.1.9 E37 IPsec VPN FEIZEEENM A XL ?

LA T 7 42 A3 RS HEATIGIE R VPN 45 SSL VPN. PPTP &% L2TP, = i IPsec
VPN fifi F it = 2540 7 AT AR, R EAE VPN 8 b, 7E VPN B 58 s B

A

iE, VPN M5 Hr ORI A EHUAEREAT I8 5 N JE = A K 44 AN 5
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VPN &8 A ) fer 6 IR @t
(] A8
IPsec XAUTH 7R IPsec VPN BT FERR, B7E VPN thiid e el LARHHE N FPEAMKS
BZ,

BBl VPN R3ZFAZY iR,

6.15.1.10 ZRfAfEE 8132 /Y VPN ZFiz+, FREFEMENIAE = LEFM?
= N R

® VPN B (% SR h R 1 7 il
o ESHIATEZHNL L E ACL R

7 LR
o AR P
® ACL BRI
(1 8
FrERIRREAMNIFZRINERZ VPN BIEZAIRIRE £, FENBII IS AR F RN 17
975 URBRE .
6.15.1.11 VPN B A] LU BL A& ?
VPN Pk

AR B B AN AR ST R R B S P A P R
M R FOIRSTEE VPN RSRAIIR ik “HfF > BE R B,

VPN &

HEPOERRAPIRES, 1 ONIER . 0 oRIESE: &) VPN IEREIEE VPN EZIIE
R CEE > EE > BRI

6.15.1.12 EIP g8{E VPN BRI < 1P g ?
AL,

VPN W% IP 2 7E G VPN WCHT 7 FC ), 752 M RSN A SRR B A5 B s A A,
EIP A4 VPN XHE RS M ThfE .

6.15.1.13 @i VPN EiffIFEHFEME EIP 15?
W P A ENLER VPN U519 = L ECS, Bl ECS AN ZEW L EIP.
B8 BCS T A P P RIS, 7 EWSE EIP,

6.15.1.14 AATIEFEMIE VPN T FRI K /)N ?
TS VPN B, 3 9 /N LR AR 2%

® VPN FEiE P AL I TR R AL e (RR LR 9E, Bl IEBEER N ZE)
o HEPImMIH FATE, & EAFTEE/NT A T H .
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6.15.1.15 §lli# VPN ZE3ZATan{aix+¥ IKE B9RR A ?

HEFE kPR IKEV2 #E4T i, HR 2 IKEv] IR —EM 24K, H IKEv2
TEER P A2, IAE 1R, DPD B ACEE, SA HEIALFE _E# T
IKEv1.

R HERE TIKEV2 BIEH], 122515 H] TIKEv] B Sng

IKEvl 5 IKEv2 B9t /43

IKEv1 MG —MRA M, HE 5 S J A Lk oy >k — 22 4 K M fg
IR, ELZE RN B ETSEELE IPsec RGN

IKEV2 Hh AR EE T IKEvV] [2EAT RS, HEMNT IKEV] B FLit 2 A R A ) @ idk AT
BIE, [FRSEmESEE. SRk et T2, B4 7 IKEv] A%
RS, HH RFC4306 AR B AR, JE A% O T REFN BRI 20D 531 e /IME R E
B R & T R [F] IPsec VPN R 4t ) HAAF 1.

IKEvl FEHNZE NG

IKEv] SCREIZMSEE O 10 FARMCEEH, FHASFFE I AES-GCM,
ChaCha20-Poly1305 257 15 % 65 5% . IKEv] f# F ISALMP ki) E LLAFALR
P8 Bk 5 BRI ) A I B AT, H A T I 3 AT 1) B 56 A A 6 (B FCAE P
(1) hash 5 far HH o IR 2 0 58 BEPE RS 50 A 20 B BEAS T vl AEHAUE DN CAES-
GCM), MR 7 R ge s BT E L) AES Bk,

PR S AT LR SORCR T (& T DOS M) #URi AL, IKEv] &5
WPy, i N2y i N AT AR AR SR R R R -MA R R OR R, 4R T KRR
AR EN ARG T

EEXHERE DOS Xiiki, IKEv2 Y A SRR T &

IKEv1 B8 e Viq: B A 0T a(E BRSO, e P RCE S Bt
IR, HT BAAAEE X B R ey, dn. e AXeats.

IKEv1 #1 IKEv2 BIX 3l

WEEEAH.

IKEv1 P e A B = 20 AN By, HAD SR 2% . 7% G Z . IKEv]
BB 1 B H RS IKE SA, BRI BB, 8K
FH 6 2% ISAKMP 4 2 5E st s . BRI 3 2% ISAKMP 71 B e i o BFas s
AP AR T IKE SA [l AR . (B2 i T B U 20 e 5 S e — 2
AT TR SRy, IKEvI BB 2 1 B Al 2 2 57 SRAE S B s 1) TPsec SA,
PR AZ B R, (3 45 ISAKMP JH B 52

IKEV2 4t T 24 B B i # . IKEv2 B IG0UE H 2 s #edt 4 &34 Bkl
PLFE AN IKE SA Fl—5%F IPsec SA, 1 BRI [Psec SA KT —Xfw}, f—
XF SA W TGN 1 RAZHe, Wi 2 29 Bt nT LLSE K.

(MR

IKEvI i, FEAFE 6+3, 9 M FEEAFE 3+3, H 6 MR, IKEv2 thE, R
FE 242, FHAMRL,

WIEHEAH .
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- BFEHEHAE (hss-de) X IKEv1 328 (FEZEINER), IKEV2 AZF.

—  IKEv2 3Z#f EAP §43AiE. IKEvV2 7] DIEBL AAA IR 4528 6HEFEHE AR PCL FHL
SSHAT A NIE . P BCFAR TP Hikk. IKBEv1 o2tk hhg, S 4iEBh L2TP 3k
3 T FA X i bE

—-  IKE SA K523 M HE S E AN . IKE SA K52 38N IKEV2 4, IKEv]
AN HES

e DPD iR EALIAR.

- retry-interval 24V IKEv1 3CHF. FonAik DPD k305, a0 Skt it a] 1] f§ AR
W B TR L2 SC, DPD ek RIS 1 ke R RIA ) 5 IREF, MiIBR
IKE SA FIFHM ] IPsec SA. H 2IF&E AR, P FH g 257 IKE SA.

- XF IKEvV2 7731 IPsec SA, R EALRT[A][A]FE A 1 2] 64 DAFEHIE K 1 7 =00
e 76 8 WRER G b A X it K I RIS, WA AN B4 R 2k, MR IKE
SA FIAH M) IPsec SA.

e IKE SA 5 IPsec SA #8H B [A]F LB IR X F A A .

IKEV2 [ IKE SA B NEERERT 1 9/10+ —NBENLEL, FTLL IKEV2 —RAFELE
3 it [ B oA B B S RO 0L, i TKEE V2 AN 75 T B A ER T A )

IKEv2 AL TKEv1 Bt
o Wb T ZARBNELR, e TSR,
o BE T ZAANINIIEMTFIT K 22, 5 7 2.
e JNAX} EAP (Extensible Authentication Protocol) B3 AilF 7 NI FF, M 7k
WEJ7 I RS A AT 4 R A

® EAP &ML REZRUGE FERAEDNL, ATy R R A, Rl hn AR
IINHTHIGE T, AT UG RN, AR ERFAEAR R 20T
EAP IEC &) Z M H TR S AL,

o IKEv2 fii[f12E T ESP BCit HIMNEE #AT, v2 0 R e A ahs 5e Bk R g SR Ik
AR, RV A g B AL UG AR AR [ A3 th . AES-GCM Ay B R 1R, 72 %8
PERTRAEYE N B 05 v2 &t

6.15.1.16 VPN £ Fi# DH group 3t R AIEL4FAI R Z /D ?

Diffie-Hellman(DH) 4L € 5 41 e F2 /P 8 H 0 I 9 5 . B Al s 24, B
i AN TR R SR E B

VPN {§ F '] DH group *§ B[ ELHFZ W16 6-5 Ao

3%6-5 DH group X RZELHF{L

DH group Modulus
1 768 bits
2 1024 bits
5 1536 bits
14 2048 bits
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VPN &4 15 6 LI

DH group Modulus

15 3072 bits

16 4096 bits

19 ecp256 bits

20 ecp384 bits

21 ecp521 bits

(AR

LAN DH E55%£X G, AHEFFEER: DH group 1. DH group 2. DH group 5,

6.15.1.17 EE AT LUBIT VPN SCINFEIE i (o) X g ?

ANSFF

VPN SEILH 2 2 B VPC AT e H 0 i IDC M2 1@ 375t , BRIk A
Huk S HIE (site to site) s

6.15.1.18 RBAILUG FHAEE =R, BUREMEARM IDC, REEE VPN

SEI B EX?

VPN &2 AT M, Bz F VPC M4% 5 H A 5dE o .

VPN JEIEAL G, AT RTE AT LS AT AR TSR AL 0L S5 i, SR I A 5% #4801 250
A8 55 AEI2 AR AN IR (7] — Ry i e BN LR ARFN Y, BRI T7 S AT AT I

XIS TPsec VPN [RHLAL 5, 5 R 0L -

Al VPN B LA, IFABRE S5 AR5 /2o a2 AL 8l ot , RIEA T A
Mz L P S ot AR 5%, E] BUR AL

ik

o FFTETE VPN LU, FTEXEIMEIEEMNERRR, BRfimlSERET.
o EWAFSIET ping, FRENNLEAIERBTIER.

6.15.1.19 IPsec VPN #1 SSL VPN fE{E BiaEfMEZEA N EBHAXHI?

ERn=

IPsec VPN: @ ZAFN BN, W 3Zy5 858 (8 VPC) Z[H. AHL IDC 5
Z¥i VPC [ W; B IPsec VPN 42 [0} 9 (113445 .

SSL VPN: ) — AN i B — AN R 4%, i 22 5% T HLYG il A =1
0
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VPN &8 A ) fer

EEAN

IPsec VPN: ER M A [ € AU SGBE#%, b kel ik s, R

B R E
P i o 5 52 i TPsec VPN T4 .

SSL VPN: FELAETH F 22348 E /) Client #4t, ik 44/35 004k 5% % SSL ¥
%

) | FEEFREPEIENL E TS |
e AR FERRRE I EIPsec VPNEE
FTmaatlE,

VPCHERER ‘ VPC

B FS T
SS(
VPC subnet oy - \:I '

FEEEDRX,
SR EISERSSL VPNEREE , SREVPC ;
FMNENBFPNEN EEEESENR,

(AR

VPN BEHNZHF [Psec VPN, A374F SSL VPN,

6.15.1.20 @i VPN BifHFENEZEME EIP 15 ?

S P A H ) EALETE VPN il = Ef) ECS, I ECS AN 7EZE I SE EIP.
W ECS E A M P3RS, 75 Z WK EIP,

6.15.1.21 Console R HEEMBARM VPN iz im & ?

ZUTE VPN FEBOVRIN & E 30 F RITi TRB i, EHFE.
6.15.1.22 VPN &1z E 1B ek ?

VPN EZRPRS M TIfe C B4k, VPN &0 5 B £ CES _EHCIREE
HAS AN RIESEEN, TEERSIERPER “EHE5RE >

B, H&
> w7
B ZH ,

B VPN %85, 78 VPN EEVIR LR “BE > B2 > a7, LBk
3 VPN M U .

6.15.1.23 ap{al sk VPN o ki 7 0] 8 ?

1. *"%z:LVPN R IKE SRIEFT IPsec SRS FI s i AN Hyk e B 5ig
Uit e B — 2

a.  WHRZFE B IKE RIS L/, 56 B IPsec SREE AT A, H WM
A TPsec BB 5 B4 A 0ozt i (A i B A — 3

R A H A )2 CISCO WM PR BE 4%, # & Ffi ] MDS &k, [H

BHF 2= | VPN #E4ui IPsec SRME A (A IE SR 15 B N MD5.

2. KT ACL 25 E EM.

b.
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AR B F O BTN 192.168.3.0/24 F1192.168.4.0/24, VPC FHIT A
192.168.1.0/24 11 192.168.2.0/24, TARTEHHH A0 BRI A 1) ACL B X AR B
— AR GO IECE OV VPC R T IEAE IR,

rule 1 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 2 permit ip source 192.168.3.0 0.0.0.255 destination 192.168.2.0 0.0.0.255
rule 3 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.1.0 0.0.0.255
rule 4 permit ip source 192.168.4.0 0.0.0.255 destination 192.168.2.0 0.0.0.255

3. MEZMJAIEE VPN & EIER, ping WHKPim A M2 S EF .

6.15.1.24 VPN B 5 ERIR, RGN ARG, malBAMta?

= EHP ISR VPN S SE4R Rt =7 [, RN 138 S N 25 777 TR AN PR g ok
WITEEAKIFR IR A2 77 A R 5 SRS T B 4 A i o

o R FTIML A F<=10Mbit, WA= )5\ G —BRE N 10Mbit.
o RPN SE)H BE>10Mbit, Iz 5 6] 5 ) SE ) 55—

F1 T8 T B B RR T [ B Gt — B 96 B Mbit, %3 SR E AN GByte.

6.15.2 tAN S5 EAIH=
6.152.1 EEZTHZARFZFEEMIZLNERE?

VPN J& T IPsec VPN, ‘t2&H T4 @ 2 F VPC U A e G oF M) VPN, B LA
VPN NS RS A Bm T, 15X SR 55 2% AT 72 B0 Fh O Boe o5

KEBAEOL T — AP MG O — DM DR, g ks s (S E
B HEIEZ M GERE R Internet, PRI TRXAMEILACE —> VPN EHEHIT], il
ZIERL AT TIE VPC 5 2% Z [ .

6.15.2.2 2% N7 ECS, =B ALIABINEPIZE—E IPsec KM= imIESL

VPN &7

AE L,

VPN T8 A2 A SRR R R 25, P (5 oo o 3 A 22 65 E ML 2225 TPsec 4K
P, SEERTE DL P R O 2 A EHVER R D AR P 5 it %, =i VPN
W SC 2Bk B P B D AR BN RO, RS SR KRR EE S
B, SBuEERY, HEMBLERAT AR,

RV AE F H DB KBS ST B VPN 5 mimidb AT 6t 4% . 257 VPN B i] DU 2 A
WE, 456 bl el A EdE O 2 e kng, REE T RN R ENAGEDT R
=i ECS.

6.15.2.3 VPN Z#H§# ™ VPC BiENL?

o WHEMA VPC AL TR —XIk, A3FE VPN BiE, HEEMH VPC X 5EEEH
%,

o URWA VPC ML TAFE X, 28 VPN HiZE, BAREAET:
a.  NIXPAS VPC 735l 6% VPN SC, AP VPN e E VPN &z
b. P VPN & B v N O BLOAX T VPN XS 58 TP
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e
=
=it
&

c. PN VPN EFE Izt 1 W & VX 7 VPC I B
d. P4 VPN ERRTOILE S AL T R — 2
6.15.2.4 (£ VPN S Xf K # &S ML 2200, 70 =imEHEREE _ ES B
LeTr g ?
Bc & VPN B, F 7 e P s Ao i o B3 inA N VPN Bt EA45 B

1. IKE/IPsec sEI&HC & .
2. FRIEBIER (ACL) .

3. RSB AL 0 O RS  EC E, WRER AT VPC IR B e 31
TR (RDSRSE IPsec SMEHIHLIT) o

FE5ER VPN BCE 5, R RSB KT E 2 3E N VPN BEIE,  He P28 117 i 4l

R

Bltn, =i ECS 485 i) EIP, fEABG)%E VPN 77, AHuH U5 = b6 S LA E T EIP
Pilel, 6% VPN J5, ¥AEFARICA T ACL jo<silid VPN RV a2 ECS HIFA M
IP.

6.15.2.5 18T VPN LI = T IDC 5=im VPC BWEIE, Mins 7l EE ML
e ?
VPN B TS AT RSy 2 0% VPN I 2 0% OBt B VPN %4

o = EBIE VPN: WK VPN MG, e th 2l o K/h. $REXHEN VPC;
VA3 VPN L, 48 P X< 1P, 74 S5 A A e SRS

o JHSMEET - -LECE VPN e g S AR b A TP, £E3CRF IPsec VPN
¥ b 5E R IPsec PRI —. I BUACE, SRS HEAT RIS H . NAT FI22 425K
WS HC &

6.15.2.6 EZHOKME S, ERFEAHRNMEORHSRE— VPC #iz VPN &
EMATRECE?
AT LA,

B VPN I, A5~ 0 2y VPC AT, a5~ 94 g% 7 P 8l vh 1
W0, TP 2 A P AR ) 0 AR S XU R I g X2 e v AT B Y

6.15.2.7 [8]—* Region FYE ™ VPC AT LLEIE VPN Ei#G ?

ANAT L,

XfF[F] Region [{I#~ VPC, AT LR X 4%EH: (VPC peering) FIEF A VPC.,
6.15.2.8 {£F VPN B L& Z L & ?

L EEHEBA ) UEE b0 BE% SCHF IPsec VPN,
2. JEED LA VPN MK GEEREILERRLLERN VPC) A VPN E#.
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VPN &8 A ) fer 6 %

e
=
ai
&

|
BLE VPN IEENEEIR, EAnnFNSELiminTN—E, FEEEERE, Al
SFEERRARRR, TIRAUTEE:
o MR EL VIF, BECE VPN IEE,

o BiminFMoIFAMNMS FRBECE VPN EE, FE4MIrZE, BRER
RIFMIECE.

6.15.2.9 mimbliE 7T VPC, 5 =T IDC M4 E IR ?

2B PR FD
IDC-VPC1-VPC2,
(MERTL:
Hrh IDC RREAPEEESC, VPC1 5 IDC 37 VPN EE,
MLE SR

1. Bl z= ERPIAS VPC 2 5 1E R — Region,
- WERAE[— Region FIIEIIAEEERKE A VPC EHGER (i),

2. H/EAE L IDC 5H A —AN VPC &7 VPN &EHE, B P IEE e ik &
(I = E A VPC T, VPN X1 VPC1 A 1~ WX 75 A, 2 3 i o) 25
ERR T, R B B R A A P s 0 IDC I

6.15.2.10 2B/REPEA (IDC1-VPC1-VPC2-IDC2) , 4an{a]SCERPY /™ FX B Bk ?

AEIEZEEN
IDC1-VPC1-VPC2-IDC2.
(1 %88
Hep IDCI, IDC2 FRAFEIESL, VPCI, VPC2 4515 IDCI. IDC2 #37 VPN &,
BLE LR

IDCI1 7Ji@it VPN 5 VPC1 HEE.
[ Region HIH~ VPC Z [af#i ] VPC 2544 Bi%E .
IDC2 li@it VPN 5 VPC2 HEE.

RIS 58 B VPN F R EEHT . VPC X 5534451 9 it £ B B RT S DY A1 R AR . Dy
If].

R D=
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6.15.2.11 =iHA A Region, & Region BRNFM, EEALIGIEMAEA VPN
EE, 7AEBAETFM?
ANATEL,

P Region [A] A 75 A& —A> VPN IE#R1 0], 7E VPN IEZ A AT AR I E] VPN
H,

EExrxmbig i, wRH R E L A Ak VPNIERE, BT PN R I i ) S ik
— R, I B 6 S SRR R .

6.15.2.12 VPN #1 OBS 7] LB :5@{=0E ?
Ll

FH Pk s VPN 517 OBS A%, TFEf#H VPC £ s k% . 75 2 AW DNS
F1 OBS 735 FH 7 AN 283075 15 o

SR G PN Bz P Y DNS A1
6.15.2.13 A PR # B fx an{li&EfE = £ VPN?

Tl R T B AR . AR B A1 %% Windows FHLHE T VPN kg (l
L2TP) TiE5 =1 VPN AT 2.

5 & TR O AT SRR HE IPsec MUK o

6.15.2.14 ARIMEE BT VPN EB T =, FKIFRIESKIE] ECS?
VPN i IPsec VPN, ez | VPC M= N Ris M .
TR BEM 26 AR B RN 26 I 2L 43, ToIE BEH = | VPC SEI BBk

JEFRINAENTEV M = - VPC BYRA] L5 & B 15 ] = Ak 4511 EIP, i@ id SSL
VPN (FEATISCH: SSLHEN) SeiiE 2 A m JIRM, SR IEE A &7 R = b
VPC %5

6.15.2.15 3L VPN WX FiEER, £M = TRAE X IPsec HE%E, Wl
AF3E 7 VPN &7

527237 VPN ik, FE A NE CFPRAER IPsec W& MlfE 2 AWM 1P, —FHE—A
[

WU TR EImN 5 204, ATEEAE EHL B2 35 =TT A e S = e

% =Jj IPsec B HE#E: strongSwan. Openswan. The GreenBow %% .
6.15.2.16 IR FE A= LRI XIS EIE VPN X ?

fEx BN VPN PG, B8R G EAE — X VPC #4784 .

HEFE e RS IDC R X362 VPN W2, X AL ] DLSE R B R D] A R o & %ot
VPN FI5200 .
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o [FIXIMZA VPC, HFEAIE—A VPN W&, H'E VPC 7] LLEE 24 (%
) Tl

6.15.3 Console 5T1HE{EH

61531 VPN EEE T 45, ZARBEBEN?
PR P B £ 56 1 VPN EIRAIREIR , B 15 SM b R RSB T RJR LRI
(L0 388

VPN BEBETARINGE, FARR VPN IEECERYMAY, BREEEXYAPNIRKIREH T
B, 5ohS VPN RIKHIBEEIDTE.

6.15.32 VPN BLETER T, AtAaERE—ELTRERRES?

HSE R B A MR PO A RS R 8L = B P O oL A S R
235 A S ) /32 i D SR EL AR

H A P OUECE O B4 1B B . NAT A2 4 SEns e B 0%, seeodid w3 o 1) 1

W H. PING % 57 F AL
Ll #%Ae

E79 VPN 2ETHIERMARN, HEEETHREFTEME—ImFMEN ping XimFRIEN, ping
ZRBEXRAENKE, = ERLEFBNTME ICMP,

ping X IP FToiEfA VPN i, FTE ping MKRIPAIFRAAIENL.
6.15.3.3 A& FACE VPN BFEEIRE ACL, HAEEHIS LR TBIX A
=4

P O RCE VPN 1345, i 2 ML A ACL, Hiz ACL &4 IPsec 13K
W& 51 .

= FHCE VPN ARSSET, SARYEE BEA ) & S THE N B A vy 7~ P RIZE it~ X 248
ACL, #RJG N K% VPN M2e., Hrh ACL A1 rule B2 W5 1 9 B2 1K) e fH

6.15.3.4 Console R E MM VPN Zim#EH ?
It fE VPN EE QN 2 33§ ki g H, LTl E.

6.15.3.5 fll3# VPN & #zRTa{a] X ] PFS B9 Group BLE ?

ZAEHR 7 XIHTT S 1 PFS 1) Disable 26T, #E4 H 7 W% s b0 T PFS 1) Group
e E .

PFS Dfig n] LIS 5% IKE B B i i) & 4tk @O - T R Thie
M) R BRINKR M T PES Thg, V5 H 7 Al i B E T R PFS TUREST T
(MARIY:
® PFS (Perfect Forward Secrecy, SEEAIRIAILZEMN) B—MRER .
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IKE D AR IER, SBMER (IPsec SA) RIEBENREHE—MNERINEEMBIZRITE
1, —BEE—MENEHHEE TS IPsec VPN ZEURIC, MIEFESASIENZ M,
IKE f2{t7 PFS (EXMRIRE) Ihee, SR PFS f5, FEBHT IPsec SA tHFSRI 1T —IRH
DNRY DH 3235, EEFTAERGHTRY [Psec SA B4A, IS T [Psec SA IR EME.

o ATHERTEM, ZEUAFE PFS, BRFERERFNEIEHOMXIREREALTET
ZIRE, BNESENEEY.

6.15.3.6 8lliZ VPN E#ZERW S EiE, BN EREERSITERERKRIEE?
VPN MR A T TR AE— E AEIR, b2 CUM{E R M T I VPN JEBIR A i o i 12
EHIE.
R D E Y (V7 CER), S DA e T, S E VPN
EBERASHEHN O,

6.15.3.7 IENhEEKE, NMEERIBENFE, W{AAIE?
S A 349 T 57 307

FEAEBOER MRS, ARG eMbr, FEE VPN ER, WERAE g R T il
Bl MMER P ek e TIEH IR, VIZVER QIR R 7M. i1
W3z i W DR A T PR )

6.15.3.8 AAIEE B L EIRY VPN HERE?
o TELTFWA& LGH VPN M8, 57 b VPN BRIk A Rk 5 mE R 2l
B I VPN 3%,

® XL E VPN EZNZEM K IP AR EAER 1P, frn NERIREA inactive
Ja, EPRE BRI 5% TP B BUN Z T 1P,

6.15.4 VPN & 511

6.15.4.1 (¥ VPN &EiB =i VPC W&, = NigZa{aic & ?
B IR R (AR, TR R 0 T 2 E T LI 9 3 1 6 26

IPEE.

HRAZE ot VPN 0 R SRS A4S B 58 O P s o0 % & 10 IPsec BLE, FF PR &
b VPC FEMLRBER) 22 44010 N5 [\ ) ICMP #1736

o RHIRE: HSMEIE T O NT ISR AT IR 2 VPN W%, BBk
MEAE R EH, T —Bkda %R VPN @& H 7 g H, £ VPN &%
R AR A O N — B A R L TP,

® NAT ¥ H&: fE VPN B bk A 1 /5 18] 2= S~ I ) NAT, - RIAS 3 5 ]9 5 7]
I A NAT o 55 J5 78 22 4 SRS 3R] JEAT A I A 2 i Y EL 7, XA
AT 3t VPN 56 TP AR VPN 3 4 542248 F i1 A W) TP ) UDP500.
UDP4500. ESP(IP protocol 50). AH(IP protocol 51)#K 3.
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VPN &R 165 6
6.15.4.2 VPN 37 333w ) 5% 1) 22 X2 ?
Zei VPN B T WA 5 ) A B0 TP Mk, AN SRR I 4 5 b i 1 4 AT
PUEEN
6.15.4.3 F0)iEHY VPN EZEG L IE?

VPN 42 B RS 33 7o RISE 38 T R OB 0, BT A B2 T A o T MO i
i B SR AN . (EAESERR R PRI R, HEH —ANPRIERPIRAS Active, EHZAPIRE
WA SR IER, WEFEA NI T Active IR, THEEH/NT M 4 2E4T 500
Fifih % .

6.15.4.4 SR{ANI@ I L 2B ITHIE VPN AN 8Ei10) VPC _EHIER D E#RINL, SEWER

TRE?

e
=
=it
&

SRR P ] VPN b S R BEVT IR VPC AR W ERBE #60 0L, o] LLE T 224
AT

EEERH: VPC N T M 10.1.0.0/24 F ] ECS AN Fo 145 171 25 I -1 199
192.168.1.0/24,

BB 7k

1. BB ZEH: Z40H | MesdH 2.

2. ZAHE 1 WATTRFNECE deny B 192.168.1.0/24

3. w4 2 o 192.168.1.0/24 il .

4. MEt10.1.0.0/24 ¥ ECS i eZe e 1, HAhmENEFZ2H 2.

6.15.4.5 1224 VPN ZEZENALE S EREZEEND?

VPN EHE S A GG i, ek oe. TdLE%48H . IKE Vhs kg, IPsec B
P SR o B0 VPN 8 AR DU LR -5 -

o fERUAL I G T, JERE ID AR, R ERT 1R M ) T E
B MR THR S TELE, SR T MRBEE NS EE,

o BHUEHMKIP, MK ID AR, HERN NN, ERFEEE,

o (UBHUEHMTIL RS, EHN ID AR, EHRE LI IR RS,
H R R AL AT O, W R A AN UL i E P 2 R

o BB (HIIEPILEEYD, &3 ID AR, M2 TEE MR E g

6.15.4.6 =X AWS &, AMARILAN AWS [a1= & St ?

VPN #7858 5, AWS A Response #3, FFANTE AL, MM AWS [ EC2
iz ECS KiEBHRRE, WA A% VPN #37 SA.

B AWS FAIRSOR, RASAZ S CEIRHE AWS 12 KA.
6.15.4.7 X1E =K, W{AIECE DPD {587
=EAJF)S DPD Bt &, HA W LA E .
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DPD FL &5 84T

® DPD-type: 1475

® DPD idle-time: 30s

®  DPD retransmit-interval: 15s
®  DPD retry-limit: 3 X

® DPD msg: seq-hash-notify.

Wisii DPD [f] type. 2SI A]. FALERE . SHAE KK —8, N ERERCN[E] N 2 1)
DPD #£iIFR SCEI AT, DPD msg #2005 41— 2.

6.15.4.8 AR HuBH NIE T EULE VPN WX IKE 2—MEREISE 85 A

1. KEMEARM P 2LV, HEFFAH ping 4, =ik ¢ IP 644 7] LA ping
bR

2. = FMxE5=MIEATBLE Y7 UDP 500, 4500 4R 3.

3. = FAMIP Yilal M6 TP B, A KAV 1 NAT $:4, GIRAZAE nat 588, U
F57E nat Z580J5 AN R A4 002s

4. PimH ike hESEC E —30 nat G =P = F ID FRiFEBE R 1P, AHLE
FRIFIESE NAT #4805 1A W TP,

6.15.4.9 Z&Hb 5 M3 T 3£ E) VPN FBY[EI S B/E ARIR?
1 WUR B R P A S RIS . A NAT FUELEA . s 4

29
SR

- E%EE&E: KU IR = b W B s A\ FEE .
- REREE: BUTE N TS TR E.
- NAT %Wl = N MU= L7 RIAMEE nat.

- RO OB E BONETR, (M IKE v2 [ B RGBT AN A
HBHEX R AR o

WEER: WEERER s L T8, FHER PFS K E .
2. Wh—. ZHBEMEBCIERE, BRAEs LR, BUT AT RS T
WX 7] 2 5 T ICMP 0%

6.15.5 FEIEHED o k& PING 18

6.15.5.1 20falBH1E VPN & I A g

VPN JERAE LW P A R b 2 AF R RSO0, O R A 25 14T IPsec SA HIZE
i JE SRR B AT VPN AL 4 i &k 20GB, B P — AN IE O R .

K 2 B TP T B 7Y i TG A B R R R, B P S - B R
R -

H LR R b A A

o  irf) ACL ANVUHL,
®  SA A AWIAIULE,
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o /M MEEE L AR ECE DPD;

e VPN il R Bk 7 RCESE B

o L MTU J5 3 EUR A s

o IZEMMEEZ,

IS AE L B VPN I S ORERAERIAC R, DA ATEBARAS RI :

o i ML E BN
o SAEaAMER B
o I PMEE LT E DPD FLE, SRIMIREADT 5K
o EEIEENSEMMFESEL:
o UE A LA TCP MAX-MSS 24 1300;
o HLRF ML b A R BB YE AT VPN
o TN VPN R AT HE N i ik A B TR R B O Ve 1 23 P R G B
o P FMHEAT K Ping #1E (BIANEL ).
#!/bin/sh
host=$1
if [ -z S$host ]; then
echo "Usage: “basename $0° [HOST]"
exit 1
fi
log name=S$host".log"

while :; do
result="ping -W 1 -c 1 Shost | grep 'bytes from '"
if [ $? -gt 0 1; then
echo -e "‘date +'%Y/%m/%d %H:%M:%S'" - host Shost is down"| tee -a

$log name

else
echo -e "‘date +'%Y/%m/%d %H:3M:%S'" - host Shost is ok -‘echo Sresult |
cut -d ':' -f 2°"| tee -a $log name
fi

sleep 5 # avoid ping rain
done

#./ping.sh x.x.x.x >>/dev/null &
(AR
L @i VI fiEE LA LRI ARERETE ping.sh XA,
2. HASUHEIN chmod 777 ping.sh,
3. fERSIHHAAT ping 5%
J/ping.sh x.x.x.x >>/dev/null &
= {rae

x.x.x.X BREE ping BT B R 1P,

4. T ping BN, REEBITHEM xxxxlog X, FTE<:
tail -f x.x.x.x.log

AILASCRTEEIK ping &5,
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6.15.5.2 {F & [Psec VPN &% i fg an{al iR 1k & ?

1 B R PR E B iR TPsec P LLUn i FA M (4T B Ping, QIR MR AR
FIEH S % B K Ping (RIGIAA . PELITE 2 ML6.15.10.1 4nfT s 1k VPN %
I WIELR?

2. WRTVEIEE LR, ERE [Psec PIIIIAM IP (%@ M, L@ >AM 1P 5
Ping %:iE. VPN 3% IP ERIA AR ICMP )30,

3. WIRAMBERRIEH, FHEZOAMED ORI, RESATY I =™K 1P R

AR TR S AL
4. R W OB D AR IEE, TSR IE P R RHE S Ik PSK, EETUR B
e o

5. GRSREPAAR PR RIS, TERA AP b G B PR SR R S B ORI S
NEE GREE. EEAED
6.  WIRVIFSRISABOGBIREL B TR, WHRE R TIEK VPN IER, 5o imiEk
WoRON CRER” J5, BB TR VPN ER, JFHTEEE R A .
7. WERAKIRTCIEM A I, S HAT LT A
. e VPN BB SR . PSK. AUt 1L Iz o 3G L 3zt v I
b, AEFBUA MR — &R, PhRISENS . PSK. A1 W 5 FHERAM A,
T2 3 X S AR g RSB AR IR
c. fEHrBIEEEMIIE, MERIEOER, 25 FHAS SO R 1 32 b X 50 A Iz b
?H%ﬂiﬁ% e

A EMGERE ER R .
6.15.5.3 VPN W 3% 75 35 234 PR &R B 5 1+ 4 5200 ?

VPN 7 5 FRIE PR il 9 Y VPC J5 [ 1 96, WERAE VPN (135 e L R AUVE I, 2t
PR, 35 TR TeIEVi . B2 BB VPN R R (i3 VPN 1)

BRI SO
KEAE B VPN 47 98 ik 3 _ERRAT, EUEXT VPN WS¢ 5 T %% .
L1 #%Ad

VPN B saiz A9 300(Mbit/s),
6.15.5.4 A1 Region €I VPN ERREEE, ATATEE ping B Xtin
ECS?

A ERANBAT T 5 R BTG i, N ) T B R S B T AT AR, A
2 ping % SCH) ECS 224447 T AN T M) ICMP.

6.15.5.5 IDC 5 =inx#E, VPN EHEIEE, FMEN ST ETHEIEE?
EFARSIES, UMM SEE M, HEE I .

o JH M LB T I R 1S ST ARIZ BT 1) VPN H 34
® VPN &7 % B BT 11 P8 A8 B .
® IDC 1M s ] 2= b Kdfs A NAT
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e
=
ai
&

o  HHORFMI AR IP (5 IP) [A]V; 10 AP

6.15.5.6 IETE{FA VPN LI T iEEH W, BRBIERATE, nHEE?
X8 BT b5 P O R & G E 1 acl ASVLHECLE T -
1. EHIAWIG VPN EZT 7 MEE RSB E 2, M simdmn ACL 5H P
I %HE b0y ACL e B HoNEE %

2. FHPNEEE O BB R B AHERF AT T I/ARED T kg X, 3 S ) 2 b
X5, HP address object #£5, address object NAEFFALI, 75 7| A I ]
i

6.15.5.7 IEfEfER VPN B 7 iEEH T, 1275 DPD &R/}, fafHiE?

HY I DPD IR )3 B o I B A 305 D 24 17 7 00, 76 SA “ZALJS Ki% DPD A3 %

Sl it T 3

PRI ¥

L JFR P DG 046 ) DPD BC T, 056R 75 5 0 B0 430 T Al R e

2. TEFEIE N B Ping shell I, 2RI 7E A SO b i) 79 9 56 464 b
BB PRIGHME, W NQA, X cisco [ ip sla.

6.15.5.8 fl|# VPN EizFIEEiE, BN EMNEERSTERE RKRIERE?
G A T T VPN SRS BIF A — TR, RIEMH%.
BREERT O RS (RNES 9 CE®), W VPN S8 O 5 s

6.15.5.9 VPN Z 3 FEIEEF O /N I EiG e = E L ?

AR 22 R HEBAA FOAHALATIRTT ), TE RN 2 2R S E fo v i i 1
P4 iy 17 17

6.15.5.10 Aft4 VPN IR INERESER~AREER?

VPN X 42 1 e 7 i ) IR 45 2% B R LML (8] 75 EEEAT I8 AE , VPN RPIRES A S RlE N

1E%

e IKE vl fiiA:
U VPN AN T — BB 2 INHA], )75 B S i . P R s TR B e T
IPsec Policy SRBEH 1) “Amy BB (FP)” BUE. “Aa A (F)” BUE—BN
3600 (1 /NI, SX{EE 54 4yt B R . o S b s iz, Wﬁ%@%%*
BT . mEBE AN, WAE 1N PEIRS R B AR ER, FE VPN H
Uity S5 WA TR AE A e R R ONIERRIR S . DM ML s TR (i IPSLA) 4
ARFFERE R Ping 15 5 REE Jo X PP I R A

o IKE v2 filRA: Wi VPN EREE 7 —BeimER 2 W E, VPN RFFERR

BN o

6.15.5.11 VPN & 2517 DPD #M#LH ?
& o
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VPN 55 BRIATF IR T DPD SRINALAE], 4RI AT 0 #edfs ooty IKE BERE AR IR

BN o

3 A I BIAA Y AL 8l o0y TKE 5, BRI 22 MR AR e, DAORSE W
Ji BB IE R .

DPD i3S 5 H AN R o} bt [R5 BEAT I B ({H A R %o v o] AR S DPD #8310, N
TARAE P XU BETEIRAS — 5, 8 BRI RS IE (U fAAERRIE, T B i A
78, BT R RS s RS DPD #RIALE], T30 200 VPN IR 5 ) IKE
(Mg

DPD IRUELMESRIRIFE, F2ESHSFRE.

DPD BAJLANRETARIIRSTS IKE HERE, FEUEERERTERAFNSBERS. ERRhE
B, SERPRER, TUENMANEHEEE,

6.15.6 23t

6.15.6.1 VPN W <l f5 22 P ik 2 25 AT LARER ?
VPN W36 5 A 5B I 3% 1P

R F RS G SRR VPN MOCIE, VPN MSCHISCERRI BT, an Ak IP, BCE S
BEIHRE, AN tRE .

7N

EEFIrEHEELT, HREE— " NEESEEMERNK, APINREEREBLAM 1P,
ERRAERBRERS—1 VPN &,

6.15.6.2 EIP 8E{E VPN B < IP ig?
AR,

VPN M 5% IP /2 7E B VPN WIS A RCr), 75 BEM RGN MR B S B4 &,
EIP A E4 VPN X3R4 I fg

6.15.6.3 {@id VPN Eiﬁﬂ@iﬂ%ﬁ)ﬂﬁ; EIP 15 ?
W P A EYLERE VPN Ui = B ECS, B ECS AN 2 K EIP.
f15R BCS T A PR RIS, B EIP,

6.15.6.4 At 43 FE VPN /5, =if ECS =EBAM IP MifElER?

M5 2 IS AE VPN X822 1, ECS 485 1 EIP. BUR P Bk 7 iEid VPN, A2
WX ik B #2105 17]7% ECS.

VPN T 5, FERCOGERIA N B ENLYT 7] 2z ECS 2 B 3 e fsiE .
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o {H ECS 45 T EIP, WIHE VPN %% Hh (v & A7 ] i BIP B89 191% ECS.

o R ECS EHLR ¥ VPN WEIEMNLT ], AIESERL VPN Xﬂ%iﬂj ECS f] EIP fi#
4f, 24 ECS FEL5E EIP I, TJ3EIT ACL KR & Wiy /& a] LUIE T BIP 7 4] 1%
ECS.

(MR

BRPEEERE EIP, S\5538EX, WAF ECS LS VPN SKEVH PSR ORIEL
1B, FEIZ ECS RE BB EFIRMIRSS (30 web server), ILEASHITEE(RES EIP,

6.15.6.5 Ff PR R OHIN R IZZ B EIE/RI AR 1P 7] LS ?
AL

FH P B RO 5 3T VPN SRR, BR P O R0 [ 5 A W TP 8 420
NAT Wi} 5 B[ & A R TP CHI NAT 78, VPN % &7E NAT W25 368 ).

(AR
EEREREIREEE. PANBRIRISE. Windows EHIEHRY VPN RS (10 L2TP) ik
5Z89 VPN #1704,

6.15.7 ISEIEE

6.15.7.1 aN{a IR VPN &3 o BY I i Y 5 FIz v+ ) 2

328 3 X SR M8 S 2 IS AR R O, FEESL VPN BRI, MM A, VPC
PIZE R AT /Y, B VPN PISRHE A, 55 22 XL 090 2% sl A2 12
TR, IR I DR A A2 i A 5K

ST TP A P D S5 0 A T TP, 3 T P46 AR B VPC T TG (1 T
6.15.7.2 Console FHEZEMFZARIN VPN iz i % H ?

ZIAE VPN B QIR 2 [ 3 T R B T 08 b, L FAmE.
6.15.7.3 ECS X ZMF BB HFENMETE T MNERIEKA?

o INBEESMEHEMESL TMEKET T VPN, ANEEHRMEH.
o INBEESMEHAEEME S TFMEKES T VPN, FERINEAL T MR HE

LR %
6.15.8 VPN FMi% &

6.15.8.1 Bt & VPN ZEIZH K im0 in F N EZ F S A?

o TR MM IRE, KO UK IRENE AT R AL .
o K AN AT Bz 1 R, 3z 1 R AT LA A TR
o HEFFMCE A T ILE VPC AT It RTIk .

® [A—A VPN FISCEIEPI SR HXPKIER MR 7 MAAER T KR, EU
(1 H B 2% b TS B B I, 1R GEE R S8 SR P UL RS VPN i, HS
EHARETER GRS B IR AR BEHEAT ILRC) -
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6.15.8.2 VPN KimFMAZin F MM EGREID, AtaKiEEMEEFHAK
M F IR RIRES ?

o R MIRHEIECEDY 5 A, VPN A1 BRI b1 P B SRR i KSR 21 225

®  VPC &MR¥E VPN IERZHIZ G 1M = TRz 1 M. VPC X SE&4% 7 M T &
VPC T/t a1, BRS04 BN R — 2 7 % o

o VPC FM#E 4 HEAE KT 200, BI[FE—A~ VPC FHETH VPN 32z i 7
B BRI T L. VPC XFEEE R T L A B 8 S 25 B B e fANS
KT 200,
6.15.8.3 i VPN ZFZFUAINTinFM, BREASERE, WEALIE?

KE VPC W GAENSEIER . a R &M 7iz7rM, B VPN TAT
PO R R, B AR L B A1 R s R I i i B BT

6.15.8.4 VPN N VPC B/ £& Hhdik an{a ik 2

o = | VPCHIFERAIR ' = PRI AR BE R, HARTFAEAST KR,
o NEHAI A MRS HUbER IS, B ) 2 8 R Rk G AF F 127.0.0.0/8
169.254.0.0/16+ 224.0.0.0/3+ 100.64.0.0/10 [FJ® E% .

6.15.8.5 Il VPN <R IP 2 2 Ecad ?
VPN W3¢ [P 2 —H 3L R R (bl 2, $2R77H 7 VPN B G E .

R P17 VPN R, RGPS —A IP HuhkAl VPC #E4740 52, HiXASIP Hh
et HBEZRE 1 4> VPC.

AN VPN [ TP AEE T B B, bl VPN W56 TP A1 EIP ANRE#EH, fE6E VPN
WX I A REFE E TP Hibik . MR VPN W SCI 25B8 5 1P Hulik 5 VPC I4FE K £ BT
B VPN W R S04 B FEH L e 5% TP Mk .

6.15.9 VPN &3 57

6.15.9.1 A#IGFAECE VPN BFEEIZE ACL, AATE Console LA ZIxf N
RECE ?

P O RCE VPN 134, i 2 MAr 8 ACL, Hiz ACL &4 IPsec 13K
W& 51 H .

o FECE VPN ARSI, SR 4 B B 4% il &5 3 TH BN IO A sty 4 RIz8 3y - X 30 A2 i
ACL, #RJG FKR4% VPN Wk, Hrh ACL 911 rule £ 2 Wi 1 M= K T .

6.15.9.2 a0l i B FIE = £ VPN BYRLE @R ?

RN A TN 5 i full-mesh ZE R, A TG 2 4, SRINA S
B, i MA 34, 5N Cy DRE, ARSI ACL 1 rule W :

rule 1 permit ip source A destination C
rule 2 permit ip source A destination D
rule 3 permit ip source A destination E

rule 4 permit ip source B destination C
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rule 5 permit ip source B destination D

rule 6 permit ip source B destination E

FEE B & FHIAS O 1 R 51 9 2 B 2l 308 VPN & (BG5S, B
BT = B ACL Bt & .

6.15.10 VPN &EE{RE

6.15.10.1 ZnfA B 1E VPN &3 4 I A k{050 2

VPN AL IR B R P AR E RIS O, il PRI 2646 IPsec SA L
i JE I RDRE B IR VPN AL 4 i Bk 20GB, B P — AN I G R .

K22 B T e v T AR DR A T s A B R R B, B S S B e I
TR

LR I R A

e  Huiff] ACL AUTHL;

®  SA‘EfAMIAILE;

o I/ E s b0 AL B DPD;

o VPN AR BN TR ERE S,

o Kt MTU J5 SR s

o IZEMMEEIE.

RIS TERC & VPN B ORERAEFIRC &, DU T RS RIS

o WUl T AL B HoNBAR

o SAEMAMER—SG

o JHIUEHE LA TT S DPD BCE, IR EBA DT 5 Ik

o EHIFEHIELSEHM FED B

o WEM P MEHEF L& TCP MAX-MSS i 1300;

o TR S N EE h ot HY AT RS IR B AT A VPN

o TN VPN R AT HE R o ik & B, TR R B O e 1K 30 P R G B
o Pl T MHET K Ping #:1E (MIANAELT).

#!/bin/sh

host=$1

if [ -z S$Shost ]; then
echo "Usage: "basename $0° [HOST]"
exit 1

fi

log name=S$host".log"

while :; do
result="ping -W 1 -c 1 Shost | grep 'bytes from '
if [ $? -gt 0 ]; then
echo -e "'date +'%Y/%m/%d $H:%M:%S'" - host S$host is down"| tee -a

$log name
else

echo -e "'date +'%Y/%m/%d $H:%M:%S'"' - host S$Shost is ok -‘echo $result |
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cut -d ':' -f 2°"| tee -a $log name
fi

sleep 5 # avoid ping rain

done

#./ping.sh x.x.x.x >>/dev/null &

(AR
1. @i VI RiEESE LA EBIAKERETE ping.sh XA,
2. HASUHEIL chmod 777 ping.sh,

3. ERSUHHAAT ping 5%
J/ping.sh x.x.x.x >>/dev/null &

= (ReE

xxxx EEHEE ping AYiTin B IP,
4. Y47 ping BT, BEBITHER xxxxlog X&, HiTHS

tail -f x.x.x.x.log

AJLASERYEEIK ping 4558,

6.15.11 a3

6.15.11.1 VPN M35 al L S im L R 25 ?
VPN P%

AR A B A NP N R T B A L A
ﬁlﬁﬂ?@”*hﬁ(*i%ﬁ VPN RRFRFE S “HfE > BE MR B,

VPN &

AT BOEBPIRAS, | ONIER . 0 RS ) VPN EB R E1E VPN 85I ER +
W CEME > HE > BRI

6.15.11.2 VPN EizH i ESI1BENFHE 2

VPN EERPIRAS IRIEDIRE C R4k, VPN IERGIE G2 ces RSB E, HEIH
AEEFH P KIEEEER, FHEARS IR IERE “EH5EE > ki 4
A

B VPN &z )5, 75 VPN EESIRTUIER “1E > B2 > SEFHE"7, Lk
3| VPN 2 s T

6.15.11.3 VPN MiTE RN GEEE T L EENRE

VPN RN R LT VPN MRHT, ATEAZ VPN RS AT R 94
A, TEER PR SRS KR A R O

6.15.12 T 3a 5 IR

6.15.12.1 an{aN)is VPN iR & (F),

éli'ﬂ]ﬁﬂrft?j COJE VPN &8z, FF7E VPN &8 AN 7 M Al BECS, FHEHAHE
AERE ping WATTEDL T, MWK VPN B3 250
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L P EEE VPN W7 558 200Mbit/s B, WRABHLWT .

1. H N5 ECS #54% F Windows R4¢, MIRIE K AT 180Mbit/s, i iperf3 Al
filezilla (&3 SCHF fip ASCAL R TR KT 2l 96 2K .
(AR
EF TCP A9 FTP thi)EHRZRIEHINE], 180Mbits ATITEE, H IPsec HMUSIBNMHTRY IP 3k,
Ft 10% A ARNERIREEM BT EIEENSR,
i H iperf3 25 P it MR 45 F k1 B 6-8 FITom o

=]
?“
o
S
<
3
St
I

s iperf3 ik 4E

c 18.1.8.188 -1 1 —w

mnected to 1681 A.1868 poet 5261

Interval 3 Banduwid
B.@8-1@.81 sec 5 183 HMh
@.88-18.81 cec 217 MBytes 183 Hh

iperf Done.

i 1] iperf3 i 5% #s sl X 45 R AR E & 6-9 Fios

[£16-9 200M 5 FEAR i iperf3 A ZER

2. HJYXHEA ECS #48  Centos7 #45, MR ML 180M, {# [ iperf3 Ml &2
3. HR&#sun BCS fHH Centos7 &4t, &P unfiH Windows R4t, i % 1A 20M
KA, 15 iperf3 Al filezilla RIS AN GETG /L4 T K .
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VPN ZE#H P8 6 ‘i IR

JR RI7ET Windows #l Linux ¥ TCP fJSZEIA—5, SEGERIS. FrLlsfu ECS
R NE X Re T Pk e
i iperf3 M 4s R WA 6-10 Frs.

[El6-10 B AxtumiY ECS REAERT iperf3 MRt 2ER

C:sMindows *ipesf3d —c 18.1.8.182 -1 1 -w 1IH
C: 18.1.8.182, port 5281

.aa
2 .88
3.08
E 4.88
AA-5 . A8
G .68
.Ba
.08
-Ha-7 .48
9. 68-1@.86

ID] Interval
4] H.880-18.88 sec yte -4 it : sender
4] H.A0-10.88 sec 28.2 vt 1. 1t receiver

iperf Done.

WRE S LR EWRALER, ZMREEEHCH B ERIEOR, EARNFmENLRME
FIR#RIERS, FEAMREXIREER.

6.15.12.2 VPN B 3R RIE, ZREIFMNAENTRE, mafBaMiEita?

= EFP ISR VPN S SE 4R Rt =7 [, RN 138 S N 25 777 TR AN PR a3 ok
WP AKIFR IR . A2 5 A R 8 SRS T B 4 A i

o NIRRT HA F<=10Mbit, WA= J5H % —BRE N 10Mbit.
o IR FTIESEKH BE>10Mbit, NIz 5 ) 5 0 SE ) 8 — 8.

St 9 T B R SRF E BR G— H A AT Mbit, 90 R 2B B B A7 9 GByte.
6.15.12.3 20{a[& 2 VPN B 3R /N ?

1. £ VPN WE5I£ T H KR VPN WSEFTAEIT, % “HE > BRE” .
2. FEAEECE T T A TR/
3. e YRR, RRIENK.

6.15.12.4 VPN W X% 3 2 iA PR AT B 45200 ?

VPN 77 5 PRI PR Y VPC J7 8 A 98, G AR A& VPN (s 90 FRAVE F I, 2 i
PR Zg R, FB o7 IRTCET . EL I VPN s IR (JoikUE] VPN 1)

TRMFRIO o
PRI AE H B VPN 7 56 DIk 2 B IR, iU VPN WS sE b AT i 4
(MERIY:

VPN BIHBEER A 300(Mbit/s),
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&

6.15.12.5 €247 VPN @3 KN, AR EBER?
VPN SIS SEIE A — R, RIEWILR.
VS LEASEAONFTE S 420 R BEEAT A5 55 DR
(MR
13 VPN HE RN, A=SH R SR,
6.15.12.6 VPN ge&E 3 EIP B3 ?
AATPL.

H AT VPN AR5 EIP & & H AL, FERIE VPN WS 2 H 3l A2 e M
WhE T E AT TE, ToiAS EIP SEEA 9L

6.15.12.7 VPN P H mMaE & w8t alX7)?

B
o LR TESR AR I ELE R N 5K/
® VPN (17 %48 B = 7 Al s 9
T A
o A LLEBIAR KT T 1000(Mbit/s), FH I IEE BRG] & Gl @y s S, o
KM ZHGEFE “10GE HADGI7, SCRFHR KT % 10Gbit/s
® VPN 77 % i KN 300(Mbit/s)
4 R 2

o LRI —KMBETIR, M%K% ES.
e VPN Z#&F VPN WA R VPN EHILZ 175 %, VPN &8 5 B A A
VPN I T8 . 2% R B AR A X R &

6.15.12.8 ZAMATIEFENYSE VPN H3E A K /)N ?
WS VPN I, e o Ao/ i B pe DL R AR 2

® VPN FEiE AL R AR M R (FRE TR W%, BiIbREERINZE).
o HEPIImMIM LT, & BTN AT H .

6.15.13 BLER 2
6.15.13.1 [EM T AMNEHNE 2T A
to=2E & ?

AP IEGEIEHE A, A RE T & MRS IR AIBCAT, 6r T A SRR A A A IR
il miEHE W RS DGR TN 2 ORAEE,
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e
=
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&

A0SR T BEIRBC AR ) ik L T R 2, ST DL 3 K E A

EHEERVECEH?

1 BEREHEHRG.

2. BT EAR “My Quota” ElAR
RGN “TRSIH” T .
3. UEEILIEE “BRGECH DU, 20 5% T A 1 S A R A 00
052 T AT B M 45 TSR, RS TR KT
6.15.13.2 81]32 VPN M XxFfIEIEMREETE %D ?

o ZMUR VPN: ARG FTAUAE 2 4N VPN RIOCAT 12 4 VPN 38z, T5T7EIE K
VN 5056 TR IA S P FORRAT, 0 S 13 St T PR AT B 7 28

6.15.13.3 — MR T ZFHZ DA IPsec VPN?
BRIE T, S TRLEIE 2 4> VPN W36, 12 45 VPN E#z,
BTS2 52 B P I 56 B 402 A R A A, TR A T PR 2 PR
BL&H VPN MO EATF KT VPC $i&E .

6.15.14 TS FLBR
6.15.14.1 37 IPsec VPN EEEEMK A& FZZAE0 2

LR K P 42 A A3 4TUGEE R VPN 4 SSL VPN, PPTP 5 L2TP, = [¥] IPsec
VPN fifi F fidt 2247 5 kA7 AIE, 82 AC B E VPN SC B, 78 VPN PrpsE s il
J B ST IEIE, VPN S AT AR 7Y = W LE B AT 38 45 I T8 75 S NI P 44 s,
(ME R
IPsec XAUTH $AR2Z IPsec VPN FYH BRI, B7E VPN g2 nl LEEFHEN B EmAKF
B,
Bal VPN ARz BRI,

6.15.14.2 8132 VPN Bt RFIZRIRA B, AR ?

HHIANERIK S 2 BN FIKS, WRKAFE VPC #ERR, HEH EIKSES — S0
NIEARS (TAM) HRsF S IK S 3 T34 iR B A “VPC Administrator”. “Tenant
Guest”. “VPN Administrator” IX=" [ KRG A1) PR,

6.15.14.3 Nl E F A S 2 E AR B A 81E VPN BY?

o EIKSAIEMN VPN MAER, TIKS A i,
o i VPN WK IR R,

M5 A1 VPN B I AR VE L VPN IERH e m > RURE 3.
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